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About this Manual

This manual contains information about DVW-WO01I2-E1 series. When using Delta DVW series product in
China, please refer to Delta official website with model
name DVW-WO01I2-E1 or contact our nearest branch offices or distributors for further information.

FCC Interference Statement

This equipment has been tested and found to comply with the limits for a class A digital device, pursuant to part 15 of the
FCC Rules. These limits are designed to provide reasonable protection against harmful interference in a residential
installation.

This equipment generates radio frequency signal and, if not installed and used in accordance with the instructions, may
cause harmful interference to radio communications. However, there is no guarantee that interference will not occur in a
particular installation. If this equipment does cause harmful interference to radio or television reception, which can be
determined by turning the equipment off and on, the user is encouraged to try to correct the interference by one or more of
the following measures:

---Reorient or relocate the receiving antenna.
---Increase the separation between the equipment and receiver.
---Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

---Consult the dealer or an experienced radio/TV technician for help.

CE Declaration of Conformity

In accordance with the Directives 2004/108/EC*, 2014/30/EU, 2006/95/EC*, 2014/35/EU and 1999/5/EC. The test record,
data evaluation and DX-2100RW-WW configurations represented herein are true and accurate under the standards
herein specified.

EN 301 511 v9.0.2 (2003-3)

Test ltems:

Radiated spurious emissions — MS allocated channel (Clause 4.2.16)
Radiated spurious emissions — MS in idle mode (Clause 4.2.17)

EN 301 908-1 V7.1.1 (2015-03)

EN 301 489-1 V1.9.2 (2011-09)

EN 301 489-7 V1.3.1 (2005-11)

EN 301 489-24 V1.5.1 (2010-10)

Disclaimers and Limitation of Liabilities

To the maximum extent permitted by law and regardless DELTA be aware or has been advised of the possibility of these
damages, DELTA is not liable to any user or anyone else for: (a) any loss of use, data, reputation, goodwill, credit,
opportunity, economy or profits, whether or not foreseeable; (b) any special, incidental, indirect, consequential, or punitive
damages whatsoever; (c) any losses or damages based on any theory of liability, including breach of contract or warranty,
negligence or other tortious action; (d) any losses or damages resulting from use or unable to use the systems or devices
to which the Software or Services are incorporated or co-operated; and (e) any losses or damages arising from any other

claim or in connection with the use of or access to the Software or Services.
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Chapter 1 Product introduction

1.1 Overview

Delta’s industrial wireless DVW-WO0112-E1 series features Ethernet port, RS-232 and RS-485, supports
standard MODBUS protocol for executing and controlling data transmission with operating devices.
DVW-WO01I2-E1 supports fast-roaming solution especially suitable for clients in wireless environment to
quickly switch connection from one AP to another for continuous roaming experience and applications, such
as automatic storage system or autonomous carriers.

1.1.1 High performance wireless technology

e 10/100/1000/Base-T

e Auto detects transmission speed

*  Auto-MDI/MDI-X

e 802.11 a/b/g/n/ac, up to 866 Mbps

e Supports fast roaming (personal network)

1.1.2 Good reliability and design optimization

® Redundant dual DC power input
® One set of digital input (DI)
®  One set of alarm output (DO)

1-3
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1.1.3 Robust design for industrial hardware

1.1.4

Product profile and dimensions

Operating temperature: -10~60°C
Storage temperature: -40~85°C

Humidity: 5%~95% (non-condensing)
Metal case: IP40
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Chapter 1 Product introduction

No Description
1 | LED indicator
2 | Antenna socket
3 | Signal strength
4 | Ethernet port
5 | RS-485 port
6 | RS-232 port
7 | Power terminal
8 | Reset button
1.2 LED indicator
LED Color Status Description
On The device is powered up
PWR1/PWR2 Green —
Off The device is not powered up
Blinking |Data transmission
RS-232 Green
Off No data transmission
Blinking |Data transmission
RS-485 Green
Off No data transmission
On Closed relay
Red -
Off Disconnect relay
DI/ALARM On Valid digital input (DI)
Green ——
Off No digital input (DI)
Blinking  |Relay closed and DI occurs simultaneously
) . On Lighting 1-3 lights based on signal strength
Signal light Green
Off No network signal

1.3 Installation
1.3.1 DIN-rail mounting

Attach the back trench of the device to the mounting rail in arrow @ direction and push the device against the
rail in arrow @ direction. To disassemble, first push down the device in arrow @ direction and follow arrow

(® direction to push out the device.
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1.3.2 Wall mounting
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Chapter 1 Product introduction

1.3.3 Wiring the redundant power input

The DVW-WO01I2-E1 is equipped with one to two sets of DC input (PWR1 / PWR2). Both sets of DC input can
be connected to a wide range of power sources (12 to 48VDC). When one power source fails, the other

source can work as a backup to ensure that the machine operates normally.

Step 1: Detach the terminal block from DVW-WO01I2-E1 and insert the negative and positive DC wires into the
terminal block. Make sure that the positive DC wire is connected to V1+ or V2+, and that the negative DC wire

is connected to OV.

Step 2: To prevent the loose DC wires, tighten the wire clamp screws on the terminal block with the flat-blade

.

Note: Please use copper wire 60/75°C, AWG 28-14; screw torque is 2.2kgf-cm (1.91 in-lbs)

screwdriver.

JLTZETE25,5,74 |

' O O
T e e T

1.3.4 Wiring the alarm contact

The DVW-WO01I2-E1 is equipped with one to two sets of alarm output. The alarm contact is a dry relay. Under
normal mode of operation, the contact is in “OPEN” circuit; when one of the two power sources fails or
communication is interrupted, the contact will change to a “CLOSED?” circuit. The relay can be connected up

to 1A/24VDC power source.

1-7
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LT Z22225,774 |

O

O

10 o

aaaaaaaaaa

1.3.5 Wiring the digital input

The DVW-WO01I2-E1 is equipped with one to two sets of digital input. When input voltage is between 0 to 5V,
the state of DI is OFF; input voltage between 11 to 30V, the state of DI is ON. The maximum input current is

6maA.

LT ZE2225,7,74 |

O

O

000000000 -0
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Chapter 1 Product introduction

1.3.6 Pin definition
RS-232 & RS485
Pin no. RS-232 Pin no. RS-485
1 RX 1 D+
2 X o= 2 D- 1
3 SG % 3 SG %
4 RTS % =
5 CTS
Ethernet port (RJ45) & power input
Ethernet port (RJ45) Power input
1 T+ |2 TX- | 3| RX+ | 4| NIC GMTMD @HHHHHHHHHHQ o
5 NIC |6 RX- |7 NIC |8 NIC 8—1 " wu % u ? ctmm BA0mm  ANO 28
Interface
Category Terminal Explanation
Power I||- Power ground where two grounds interconnect
2 < Power 1 ® Input voltage: DC 12V~24V, +/- 20%;
|_*| ®  Power consumption in normal operation: 2.5W;
PWR1 ® Reverse voltage protect;
e g Power 2 ®  Dual redundant power supply, the device will automatically
I._._+i match to the higher voltage side and disconnect from the
PWR2 lower voltage side
I/O DI:
< = ® Input type: DC (sourcing or sinking)
L Input current: 24V : S5ma
DI Max. input frequency: 1KHZ
Input impedance: 5.6K
ooy DO:
L1 Contact rating: DC24V: 2A, AC125V: 0.5A, AC220V: 0.2A
ALARM
ANT1 Wi-Fi antenna, external thread connector (male)
I_.'"""-_ Internal diameter: 4.45mm
! .n..l;.lLTf External diameter (thread excluded): 5.32mm
External diameter: 6.26mm
RST o Press less than 3 seconds: restart the device
RST Press longer than 6 seconds: restore to default

1-9
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1.3.7 Wiring

RS-232 RS-485
RS-232 RS-232 Master node Slave node Slave node
Pin Pin
_ S plofd  [oofsq e [seloo]
% 2 RXD 7 RTS Terminal 4 - J. ¢ Terminal
g 3 TXD 8 CTS resistor resistor
4 - 9 - (120 ohm) (120 ohm)
5 GND

1.4 Package checklist

The package contains the following accessories:

Delta industrial wireless DVW-WO01I12-E1 series x1

Instruction sheet x1

SMA antenna x 2

Wall mount metal accessory x1

Screws x4

Attention

Each released DVW-WO0L1I2-E1 contains accessories that are listed above. When you receive the
product, please open the package and check for any missing or broken accessories. For any
enquiries, do contact our local distributors.
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MEMO
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2.1 Configuration

Before using DVW-WO01102-E1 series, please pay attention to the following item preparation.

No Iltem Description

PC Contains Windows operating system and web browsers.

Power supply [Supports 12-48V with output power larger than 2.5W.

Cable Includes 5 types of twisted pair as communication cables of DVW-WO01102-E1.

2.2 Connection and access settings

1. The DVW-WO01I02-E1 series and PC connects to RJ45 port through using web-based Ethernet for parameter
settings.

[ ]

RJ45

2. When PC and DVW device connection is complete, continue configuring the PC’s IP address.

1) Click the start buttonﬁ, then click the control panel to open network connection.
2) In Network and Sharing Center, check the network connections.

3) Right-click the connection for modification, then click Attribute. When the UAC > appears as a reminder, please
type in the user password for confirmation.

4) Click Network. Under this option, select Internet Protocol Version 4 (TCP / IPv4) or Internet Protocol Version 6 (TCP
/ IPv6), then click Attribute.
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 bnermet Protcl Versen 4 (TCP1Pv4) Properties B
Gareral Apemale Corbiguration |
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T =
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5) Manually configure the local IP address. Since the default IP address is 192.168.1.5 for router settings, the subnet
masks is 255.255.255.0, therefore, the local IP on PC can be set anywhere between 192.168.1.1 to 254 excluding

192.168.1.5 and with no repeating IPs. We setup the IP address as 192.168.1.10, the default gateway is 192.168.1.5,
select an available DNS address or configuring to 192.168.1.5.

Internet Protocol Version 4 (TCP/IPv4) Properties
General

‘fou can get IP settings assigned automatically if your network supports
this capability, Otherwise, you need to ask your network administrator
for the appropriate IP settings.

() Obtain an IP address automatically
i@ Use the following IP address:

IP address: 192 . 168 . 1 . 10
Subnet mask: 255,255 .255 . O
Default gateway: 192.188. 1 ., 1

Obtain DNS server address automatically
(@) Use the following DNS server addresses:

Preferred DMS server: 192 .168. 1 . 1

Alternate DNS server:

[ validate settings upon exit

[ oK ][ Cancel ]
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6) Open browser (e.g. IE) then type in default IP address 192.168.1.5 and click enter. The following log-in page
appears for users to enter the correct username and password (Default setting: admin/password).

[l Username: admin
[0 Password: password

Login

Uscrname

Paceword

Legin

2.3 IEXplorer

IEXplorer can search for DVW-WO01I2-E1 products to help you understand the basics of your device.

2.3.1 Device connection and detection

After starting IEXplorer, it will automatically search the list of supported IEXplorer devices on the network. The device
name, model, IP address,

MAC address, firmware version, serial number, users can easily and quickly know the information of those devices and
devices on the network. Also use the mouse to connect

Tap the device name on the list to open the device's settings webpage (only DVS, DVW devices are supported).

2.4 General configurations
2.4.1 AP mode setup

In AP mode, the access point serves as intermediate point between devices for wired or wireless connection and data
transmission.

Ethermet
l]})
Jﬁ,
PL AP Mode Wiraless Cliant
192 168.1.10 192 15815 P15 168.1 11

Configuration procedures
1. Setall IP addresses in the same segment.
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2. Log inthe DVW wireless device page on the PC, the default IP is 192.168.1.5. Username and password by default is

admin/password.

Please Login

User Nam+ admin

Fasyward

LU L RL L L

3. From WLAN2.4G listed on the menu, select Operation Mode, choose AP mode and click Apply.

" e
£ mavs Cenligaralion
fe Serial Cosfigeraisnn
a7 LA D

Cperation Mode

Comcd Apply

| [ Dparation kiode RF

B wiAs 340
B riand Srd
B dsiban Wrasmkeg Seribisga

Cerafe Mo

& Manlosas oz

* Lwablpd - CHisbipd
v
T g L

4. Select Basic Configuration and setup SSID name as well as WPA2-PSK for security mode (recommended), then click

Apply.

& System
5 daske Conligaretin
T Srsial Cosllaguralios
R TR
L Dperation Buode
i [ WLAN 140
o Basdd Do Ibgpar sk
0 Adwanced Conligerstig
& W s
T Barta Werning Saltiagy
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Basic Configuration

Carenl
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RF Typs G ]
Chiee] ez
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SSIEF Beoadoasi * Enabled ' Danalded
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5. For wireless client, search for DVW SSID (SlimWiFi_B4F8) in the AP list and click to complete on-line data

transmission via wireless connection.
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2.4.2 Client mode setup

When users have two DVW devices, one uses AP mode and the other as client mode, both are combined via wireless
connection. However, only LAN connection can be used in client mode but not wireless devices or connections.

Con
1.
2.
3.

Frhaenot Ethernat
.}})
e — ——
PCl AP Mode Client Mode PC2
PR A 6E 110 iF 15 168 LS P97, 16816 ek i68 111
S50 IR LE56
PW12345578

figuration procedures
Set all IP addresses in the same segment.
AP mode: please refer to section 2.3.1.

Client mode: Log in the wireless client device page on PC through default IP setting 192.168.1.6. Username and
password by default is admin/password.
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Please Login

User Name  admin

Password EREAREEE

4. From WLAN2.4G listed on the menu, select Operation Mode, choose Client mode and click Apply.
0 system
£ Basic Configuration
& Serial Configuration Cancel m
o [7] WLAN 246G
LG Operstion Haode RE * Ennbled | Disabled
5 WLAM 2.4G :
f wian G ﬂpmﬂldlll Mode :l'-l'l'-‘fﬂ W
B Anito Warning Settiegs } —
'I' Heaslnden amce R-:gmn !Ewm v:

Operation Mode

1
4

5. Select Basic Configuration and click “Site Survey”.

| & Systum Basic Configusation
55 Bumsic Comliguration
& Serial Configurstion Canced Apply
b [2) WLAM 248
| 6 Opevation Mode Operativa Mode T
5 wiAN 244 RF Type et W W
: B wWLAN 56 ¢ | oo
| [ Auto Warning Sattings ! =
£ Maintenancs Bandwidth |20
551 [emwFigers | | 3nesurvey |
EXTAP 'Enabled * Thsabled
Eﬁmﬂ:lfuﬂlh hhnr' .‘.
Cleenk Mods | Dbazies w

6. Select the configured AP SSID (e.g. SlimWiFi_4456). When SSID cannot be found, please click “Refresh”.

Hofaeh Hack
i FlriAATY S B N0 G Tkl 3 i "R R S
" [REL 1A, ARG O | B, O D L | N Sl
1 Tl A1, A AH TH B B X 1 T R R, fel il
1 Ness T foart e B LE ] 1 {TH [P
3 Ll {ser=) SR E L LL} NN B

7. Type in the password for AP setting and click APPly to complete Client and AP connection.
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i Sywem Basic Configuration
' % Nasic Configuration
5 Sesial Configurstian Cancel Apply
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8. When connection is complete, select Ping under Maintenance. Then, type in destination IP to test the connection. For
successful connection, the AP Ping response time appears. (See below)
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2.4.3 MODBUS Slave Gateway

This function is that the MODBUS protocol on the serial port can be converted into MODBUS TCP protocol through the
DVW gateway function, and data exchange can be performed with the MODBUS TCP Client device through wireless
transmission. The following is a setting example.

Master Slave

Etharmst -]])

RSB Slave 1

MG TEF Chent (TR T L BLRLT T BT, e BE

P92 188 L 10

b rR R

e owm o mm wm owmm o o mmommomm Em o o owm

- i
- el S *

MODELS TCP MODBUS
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Configuration procedures
® WiFi wireless configuration
1. Setall IP addresses in the same segment.
2. Configure the DVW to be in AP+Client mode. For details, see 2.3.1 AP Mode Configuration. 2.3.2 Client Mode

Configuration.

® Device Configuration
1. Setthe RS485 of the PLC to MODBUS Slave mode, 9600/7/E/1/ASCII, Slave ID: 1, and connect to the DVW
serial port.
2. Setthe HMI to MODBUS TCP Client, IP: 192.168.1.10

® MODBUS Slave gateway configuration
1. The PClogs into the DVW IP 192.168.1.5 device web interface.
2. Click Serial Configuration > MODBUS Gateway in the menu.
[ | MODBUS gateway function: Select MODBUS ASCII Slave.

Note:

I The DVW gateway configuration is determined by the serial port. For example, if the PLC is
Slave, the DVW gateway must be set to MODBUS Slave.

] RS485 : 9600/7/E/1

[ ] Slave ID mapping: Slave ID range 1-20, Map ID range 1-20, external Slave ID: 1 can be mapped to the
serial port Slave ID: 1

L |
- | RBAEY MODBLUE Gateway
T M el il Dby
s Serslad [ e lingat afam Canis Apply
B danie s Galesmay —— — A — - T
B Serial Ssryer WA Y b g § o -1 L ) i
L~ Tamiea 1T
i i | W GG ABCN [lsds P .
£ WA Caghe 10 sy T -1t
B WLAH 346 MRS HTL B P B ry— St - 3 RO
o wuaman
T WA AL b Pty ]
i Wyttt i
Sarg D 1
T wsniessue | TS rr— Vi | ol [T = S
Siarm N Mo tlanm 1] Mg e 1 g
Vi e e ol ] 1 Py | n-gut

3. The HMI is set to MODBUS TCP Client, the MODBUS TCP Server IP address is specified as DVW IP
192.168.1.6, and the Slave ID is set to 1. The Map ID of the gateway is directed to the mapped Slave ID 1, which
can complete the connection for data exchange.

e | = "
edima TR

[
s Crfwip

Frprrne [ mwid

10 "

Doty |} oy B

Py wkas e
T b o Hoae e

TR Al |

e Fosd srva® | mw—d - 5.1

s BN i |
e

1 Slave ID mapping description
This function works when DVW uses RS232/RS485 at the same time and ID is 1-20. You can
use Slave ID mapping and set the following Slave ID mapping table to map from the external
Master's MODBUS TCP ID to all Slave devices under the serial port
For example:
1. The Master needs to exchange data with the RS232 Slave 1D20, and must use 40 in the
MODBUS TCP ID.
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2. The Master needs to exchange data with RS485 Slave ID1, and must use 1 in MODBUS
TCP ID.

Master Slave

- i MODEUL TTP Slave ID: 4
-

3. The Slave ID mapping table is set as follows

[P T :
AE-5
B X

E-r B2 i

- . .
- o o

- e o ol

Slave ID Range Map ID Range

Slave ID range of external MODBUS TCP
DVW serial port Slave ID range setting|Client connection, corresponding to Slave
ID range

RS485 1 20 1 20

RS232 1 20 20 40

2.4.4 MODBUS Master Gateway

This function is that the MODBUS protocol on the serial port can be converted into MODBUS TCP protocol through the
DVW gateway function, and data exchange can be performed with the MODBUS TCP Server device through wireless
transmission. The following is a setting example.

Slave Master

n
[ |
|}
|}
1
|}
|

Ethas et

(o

ilygr 0= 1| Bl deedoregd inm o) al e 01|
AR R L 10 [ el e 0P = I BEE L §
Fogr =55 |Dewicraiien Pl

ey W08 L3 | B

ol Lal LR L LRy RS

MODBUS TCP MODELS

Configuration procedures
® WiFi wireless configuration
1. Setall IP addresses in the same segment.
2. Configure the DVW to be in AP+Client mode. For details, see 2.3.1 AP Mode Configuration. 2.3.2 Client Mode

Configuration.

® Device Configuration
1. Setthe RS485 of the HMI to MODBUS Master Mode, 9600/7/E/1/ASCII, Slave ID: 1, and connect to the DVW
serial port.
2. Setthe PLC to MODBUS TCP Server, IP address 192.168.1.10, port 502.

® MODBUS Master Gateway Configuration
1. PClogin DVW IP: 192.168.1.5 device web interface.
2. Click Serial Configuration > MODBUS Gateway in the menu.
[ ] MODBUS gateway function: Select MODBUS ASCII Master.
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[ | RS485 configuration: 9600/7/E/1

# [ serial Configuration Cancal Apply
& [ HEDRLS Gatewary
£ RS48s WEDELIS Gabiwiey' Fufeitsn RS485 Conlgmuton Crhan
& Rs212 WODBLIS BB Shyew Clats Bt T ne Hlatann 0 247 (1-24T)
T Serial Server
% BT TCF Kisipaliva T |30 (@=13T4T
5 Transparest Server RODELIS TH Sarve Packy 14 Eviii W "
55 s Cache .
& CEDELIS ASCT R Foetponss Timesul | 3000 (0-55535 rra)
5 wianN a6
Ew& q &
i WA 3G MIODELES FTU Masier Reetry = e
5 Advanced
B Rate o vy s " e T I i
0 gt Warming Setiing=s - i

B Forwarding table settings:
1. Station ID: 10 (Slave ID of Master)
2. Map destination slave ID: 1 (Slave device Slave ID)
3. Destination IP: 192.168.1.10 (IP address of the slave device)
4. Destination TCP port: 502

ol Exiatd || sonsien 0 | distnn Destiasthen P P",T_"""'

—" |

|-| o |I_|'\.' |—" l"ﬂ"l'.-ﬂ'. 1] IHI.' |
|[ Jlm:

I | EE

|| | {f 0z

5 | | | BB

3. Enable data exchange on the HMI side, and you can start data exchange with the remote PLC through the WiFi
wireless network.

ET = |[F=

2.4.5 Serial Server (TCP/UDP Client)

The function is that when DVW is used as the TCP/UDP Client, the DVW serial port data can be wrapped into TCP/UDP
packets and forwarded to the remote TCP server device, which can be used for any serial port custom protocol. The
following example shows that the TCP client uses the RS485 serial port to perform data exchange with the remote TCP
server.

TCP Client TCP Server
B e o
|
. :
|
! \
1 I
| CHC RRAR%/ 212 y T Lthermnet PL
i et Dielfired I » ;j:} Igar [eefined
| Prodoeed SO0 L A |
i | WI8T ERL L 1] Por-B000
i
| s IESE S :
' i

Configuration procedures
® WiFi wireless configuration
1. Setall IP addresses in the same segment.
2. Configure the DVW to be in AP+Client mode. For details, see 2.3.1 AP Mode Configuration. 2.3.2 Client Mode
Configuration.

® Device Configuration
1. Setthe RS485 port of the TCP client device to 9600/8/N/1/ASCII and connect the DVW serial port.
2. Connect the TCP server device to another DVW by using the network route and configure the IP network
segment to be in the same network segment as the TCP client.
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®  Serial server configuration

1. PClogin DVW IP: 192.168.1.5 device web interface.
2. Click Serial Configuration > Serial Server > RS485 on the menu

B Mode : TCP client

B RS485 setting: 9600/8/N/1/ACSII, which needs to be the same as the serial port device
B Destination IP address/port: 192.168.1.11/8000

& Sysnew
B hasic Cosdigurstion
£ Srwial § il

B HODEIS Ganeway
B Sorial Savwer
B Pramspuerd Sovier
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3. The serial port device sends data to the RS-485, and the TCP server receives the data.

2.4.6

Transparent (TCP Server)

The function is that when DVW is used as the TCP/UDP server, the DVW serial data can be wrapped into TCP/UDP
packets and forwarded to the remote TCP client device, which can be used for any serial port custom protocol. The
following example shows an example of how the TCP server uses the RS485 serial port and the remote TCP client for

data exchange.

NI LR B SO0

TCP Server TCP Client
e e -
I

|

i :
| L -
l CHC RS ES /332 L TR Etheimet L
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1
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Configuration procedures

® WiFi wireless configuration

1. Setall IP addresses in the same segment.
2. Configure the DVW to be in AP+Client mode. For details, see 2.3.1 AP Mode Configuration. 2.3.2 Client Mode

Configuration.

® Device Configuration

1. Setthe TCP client device IP to 192.168.1.11 and the port to 8000 and connect to DVW with Ethernet port.
2. Connect the TCP server device to the other DVW with a serial port and configure it to 9600/8/N/1, and set the

DVW IP to 192.168.1.5.
® Transparent configuration

1. PClogin DVW IP: 192.168.1.5 device web interface.
2. Click Serial Configuration > Serial Server > RS485 on the menu

B Mode : TCP server
B TCP port : 8000
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3.

B RS485 communication format: 9600/8/N/1

5 shystam

[ iasic Condigaration
[2] Serisl Conflguration

" MODBUS Gatewsy
£ Serial Server

0 Transparent Server
& Monouws Cache

L WLAN 240

£ WLAN 5G

— & Mdvamced

£ Auto Warning Settings
5 Hanagerent Aooess
£ Maonitaring

£ Hantenance

RS5485 Transparent Server

Cancel Apply
Wade TCP Sereer |
TGP Por BN | (1025~65538)
Baied Riats SE00 "-"E
Daia Bk B
Parky Bt None |
Stop B 15

The TCP client device needs to set the TCP server IP address 192.168.1.5 and port: 8000 to transfer the data to

the DVW to connect to the serial device.
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2.4.7 Serial server (TCP client) + Transparent (TCP server)

Two DVWs can be used to set the serial port server (TCP client) and transparent transmission (TCP server) for data
exchange and can be used for any serial port custom protocol. The following describes an example of how the TCP server
uses the RS485 serial port to encapsulate the TCP packet and the remote TCP client connection.

TCP Glient TCP Server

RO Mariey
3T L RS PRk 1681

AP Slany
(Lot MRET NN ST LA R leee I |

Configuration procedures
® WiFi wireless configuration
1. Setall IP addresses in the same segment.
2. Configure the DVW to be in AP+Client mode. For details, see 2.3.1 AP Mode Configuration. 2.3.2 Client Mode
Configuration.

® Device Configuration
1. Connect the TCP client device's serial port to the DVW and configure it as 9600/7 / E/ 1 / ASCII
2. Connect the serial port of the TCP server device to the DVW and configure it as 9600/7 / E/ 1 / ASCII

® TCP client (serial server) configuration
1. PClogin DVW IP: 192.168.1.6 device web interface.
2. Click Serial Configuration > Serial Server > RS485 on the menu
] Mode: TCP client mode
] RS485 communication format: 9600/7 / E / 1
] Destination IP address: 192.168.1.6, port: 8000
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Ceedaraiin i d P
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® Transparent configuration
1. PClogin DVW IP: 192.168.1.5 device web interface.
2. Click Serial Configuration > Serial Server > RS485 on the menu
B Mode : TCP server
B TCP port : 8000
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B RS485 communication format: 9600/8/N/1

& system R5485 Transparent Server
5 Baxic Conliguration
4 [Z] serial Configuration Cancal Apply

5 MODEUS Galeway

' £ Serinl Senver Mindia TCP S

: T I S
B e e TCP Posi B0 {1025-65535)
5 MODBEWS Cache ‘

B WLAN 2.4G Blaixd Fate SE00 W

= o Cratey Bl 8w

5 Advanced

£ Auto Warning Scettings Parity fl Hone v

£ Management Access -

Siop Bi 3w

5 Monitorng
5 Maintenmce

2.4.8 Virtual COM

In Virtual COM mode, DVW series can establish a network connection between the host computer and serial device.
When the application on host computer doesn’t provide serial interface to connect with serial device, then Virtual COM
mode can solve this problem and establish a Virtual COM connection on Ethernet interface.

TCP Server VirtualCOM

TCRLInDP

(e

WirtualGOM

SR A

P19 160 0 - REAE

i
1
i
'
IEXplorer |y
1
i
i
]
i

Configuration procedures
® WiFi wireless configuration
1. Setall IP addresses in the same segment.
2. Configure the DVW to be in AP+Client mode. For details, see 2.3.1 AP Mode Configuration. 2.3.2 Client Mode

Configuration.

® Device Configuration
1. Connect the TCP Server device's serial port to the DVW and configure it as 9600/7 / E/ 1/ ASCII

® TCP client (serial server) configuration
1. PClogin DVW IP: 192.168.1.6 device web interface.
2. Click Serial Configuration > Serial Server > RS485 on the menu
[ | Mode: TCP Server mode
[ | RS485 communication format: 9600/7 /E /1
| TCP port: 8888

4+  VirtualCOM configuration
1. Use IEXplorer to establish a virtual COM port on the PC
[ | COM Port: COM22 (Select a COM port that has not been used)
[ | IP Address: 192.168.1.6
[ ] Listen Port: 8888
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3.

[ ] Module Name:1234 (Any name)

=
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Press O33K, you can successfully establish the virtual serial port COM22

+ X
ECH P ws s | 1P Adden | Pod | Mcduls hiochals Mame
(im0 b =#¥F FEl 188 1.E {151 ] 1334

i Lreatia nascasd

Use Delta PLC tool ISPSoft to set the created virtual serial port ELTIMA Virtual Serial Port (COM22) in the
communication port, and upload and download from this communication port.




Chapter 2 User Interface

Drrei Frogeitnen bl

Conswetwn Sotup

e [Rszanan =
Commramcaios Fracaoot

0N Port [Intel{E) Active Managesent Techmology |

Iwtel (K} Botowe Mavsgssen [echng| -
Data Lengih w
Pusy = Pl
Hep By f _:l g
Bt Par I -| e |

Srtup Poripandang T
Teme of Amp-seery i :I
Toas betareal of Auto-estry { 100 s ) o A

o | cwa |

2.4.9 Wi-Fi Roaming (One Roaming)

The DVW Client supports roaming between multiple APs. It uses Delta One Roaming technology to quickly switch
wireless networks between different APs to maintain uninterrupted communication between devices. This function
is mainly used in AGV scenes. The following is a setting example.

T

APy Ay AP
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L
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Configuration procedures

® WiFi wireless configuration
B AP Mode:

1. PClogin DVW IP: 192.168.1.1 ~ 192.168.1.5 device web interface.

2. Click WLAN 5G Manager> Operation Mode on the menu
O RF: enabled
[0  Operation mode: AP
[0 Region: Location of selected equipment
G %ysbem
5 Bask Conliguratics
£ Serial Condigurstion Caracal Appty
B WLAN 745

Operation Maode

[T WAk 56 RF
% Operation Mode

G WLAN 3G Cpwatcn hode

B Advanced

{5 Autn Warning Settings Bemon

= Enabled ' Drisabiied

A £l

Eirope r

£ Hanagement &Lcess
& Honitoring
T Halnbehamoe

3. Click WLAN 5G Manager> WLAN 5G> Basic Wireless Configuration in the menu, and set the basic

wireless configuration of all APs to the same.
& system

Basic Configuraian
5 Rasic Configuration

£ Serial Configuration Cancal Apply

5 WiAN 246G

# [7) WLAN S Cipegation Mode
0 Dperation Mode RF Type

s [T WILAN 56
£ Basic Conliguration
£ Advancesd Configuratio Bandwidth

& advanced el

B Awio Warning Settings SalD Bradeaia

B Hanagemem Aoosss Max Client Aszociatics Limdmtios

Chane]

= Hasiibariig WAL
5 Mainderimam o Cleewi 1salation
Security Mode

B T

AF

AN Mo W
3} v
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HETE
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0

o

WRAZ PER]AES)

Sactrry COiptiosass (WEPAZ-Fak

Passwaord 1.53;5{'::';1

{8-63 characten. or 64 hex digis)

Note

+  If each AP uses the same channel setting, it can achieve the best roaming switching speed of about
s 150ms, but if each AP uses different channels (up to three different channels are set), the roaming
pa ! switching speed is about 320ms, but it can achieve AP signals without interference purpose.
4+  When the AP is set up in the factory, if the original standard antenna is used, the recommended
distance between the AP and the AP should be less than 50m to achieve the best wireless coverage.

B Client mode:
1. PClogin DVW IP: 192.168.1.6
2. Click WLAN 5G Manager in the menu> Operation Mode
O RF: Enable
[  Operation mode: Client mode
[0 Region: Location of selected equipment
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3. Click WLAN 5G Manager in the menu> WLAN 5G> Basic Wireless Configuration, and click “Site survey”
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4. Click the SSID(54878) to be connected
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5. Set the key and enable the roaming mode and roaming configuration. The recommended configuration is
as follows. Finally, click Apply. The DVW LED signal light is on to complete the connection.
Sean Policy Parid Soarenig or Skonsl Changs Soananeng
Sewit Chinnelsl The chanscli wath * dhe DFS chitibela) L] b
M S,
Mol S
Sean Timel §0-200s) 53
Sean Perbod] H000-- 300000 § 000
Scan Thevsholdl 250 dBmj ]
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Bipiwr; 4 liewt will begin scanning wrhen ke sipmal of comresi AP i3 Joweer dhan
“Ecan Theeshold™, when it pet new A" sod the signal of careng A is [ower
tham “Fosmeyg Therthold™, soaining stan
Note
® The system automatically sets the scanning channel to the channel of the AP you selected. If other
APs are on the same channel, you do not need to set other scanning channels. If the channel of the
AP is between 2-3 different channels, please select the working channel in the two drop-down boxes
below. If there are more than 3 channels, directly change the first setting to automatic.
® The "roaming threshold" is set according to the method of step 2. The "scanning threshold" must be
greater than the "roaming threshold", and the difference between the two is generally greater than or
equal to the "roaming signal difference” value.
® Using a wireless network scanning tool, test the signal strength of each path near the midpoint
between two APs. After recording the signal strength values of all the center points, you can calculate
the average value. The value is the roaming threshold; if the value of each center point is very large,
you may consider adjusting the location of the AP deployment, or removing factors that interfere with
signal transmission, or replanning the path. The scanning tool can use wirelessmon.
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3.1 System
The main display focuses on DVW-WO0L1I2-E1 series present system information and CPU status.
3.1.1 System configuration

Displays information which can be categorized into three parts: System Configuration, Device Info and 802.11
Info.

System Configuration

Hodel Name CW-0 12-E1
Dievice Mame 11111

SN CVWAW OO T002TTTT
System Upbene This Aug 15 06 457 UTC 2018
Finmrare Werdain 1 02-20130814

MAL Address 00:33:22:3344:55

IP &ddress 1682 16815

IF Subsal heask 255 2558 3280
Gateway

Hialus Enatied

Ciotankry Europe

Operation kode AP

Channel i

RF Type G Mixed

5510 SlimWiFi_4456
Siatus Eniabliad

Counkry Europa

Operation Made Chent - Conneched O0r 1823 32 B4.F9
Channe| 36

RF Type AGN Moed

551D ShmWWiFi_B4F9 &G
RS332 RX a

RE232 TX a

RS485 RX a

R5485 TX 0

3.1.2 System CPU status

Displays system’s present CPU status which includes running time, total power-on time, CPU usage, total
RAM and RAM available. These status values are displayed in grey color and cannot be edited.
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System CPU Status

Running Tima Bi472 10 s
Total Powes-on Teme 8147210 5
CPL Usage 16%

Total RAM 235152 KB
RAN Available 02812 KB

3.2 Basic configuration

The basic configuration allows users to perform maintenance and setup for DVW-WO0112-E1 series including
system information and network.

3.2.1 System information

The configuration contains user-defined device name, location, description and contact information. Through
this setup, users can easily and clearly identify each DVW-WO01I2-E1 used on the network.

System Infarmation

Cearce Apply
Dervice Mans W-NDIZ-E 1
Device Location Europe
Device Description Deita Dual-Band VWi Router

Deviee Conract Information

Description Default value
Device name
Users can define the device name DVW-WO0112-E1
Device location
Users can define the device location Europe

Device description

Delta Dual-Band

Users can provide detailed device description L
P P WiFi Router

Device contact information

Users can input contact information of maintenance personnel. NONE

3-4



Chapter 3 Function Guide

3.2.2 Network configuration

Network configuration allows users to setup IP, IP address, IP subnet mask, gateway IP and primary DNS.
There are several IP modes available for network configuration. Users can select modes from DHCP-Client,
Static and DHCP-Server.

DHCP-Client:

Configure the network as DHCP-Client in DVW-WO01I2-E1 series:

» When DHCP server is added for installment, DVW-WO01I12-E1 will use the IP address assigned by DHCP
server.

» When DHCP server is not added for installment, DVW-WO01I2-E1 will auto-configure the IP address to
192.168.1.5 and the IP subnet mask to 255.255.255.0.

Static:
Users can define the device regarding IP, IP address, IP subnet mask, gateway IP and primary DNS.

DHCP-Server:

» When DHCP-Server is installed in DVW-WO01I2-E1, DHCP-Server and BOOTP-Server are both enabled
and exist in this mode. The IP address is auto-configured to 192.168.1.5 and the IP subnet mask to
255.255.255.0. When end user devices and clients request for IP address, DVW-WO01I12-E1 will assign a
set of dynamic IP address.

» The gateway IP address provided by DHCP server address pool is from 192.168.1.100 to 192.168.1.250,
users are allowed to configure the starting and ending of the IP address pool.

Network Configuration

Cancel Apply
IP DHCP-Sarver »
[P Address 192 16815
[P Subnet Mask 255255 2850

Gateway [P

FPrimary DINS

Starting I[P Address 192 . 168 Lk . 100

Ending IP Address 192 ||168 o1 . 250
Description | Default value

IP

Allows different mode configuration, options include DHCP-Client,
Static and DHCP-Server

DHCP-Client: DVW-W01I2-E1 will use the IP setting from the
DHCP-Server.

Static: Manually setup the IP address

DHCP-Server: DHCP-Server and BOOTP-Server are both enabled
and exist in this mode, the DVW-WO01I12-E1 will assign a set of
dynamic IP address to the end-user device.

Static
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Description | Default value
IP address
gé)tc\tlc(;;rire IP address and identify DVW-WO0112-E1 series in TCP/IP 192.168.1.5

IP subnet mask

Set the IP subnet mask of router LAN ports. (Example: 255.0.0.0 is
Type A address; 255.255.0.0 is Type B address; 255.255.255.0 is 255.255.255.0
Type C adderss)
Gateway IP
Connect DVW-WO0112-E1 to WAN IP gateway. \
Primary DNS

Connect DVW-WO0L1I2-E1 to primary DNS in WAN configuration that
translates domain names into IP addresses.

Starting IP address

The starting IP address provided by DHCP server address pool. | 192.168.1.100
Ending IP address

The ending IP address provided by DHCP server address pool.

1 day

192.168.1.250

3.3 Serial configuration

DVW-WO01I2-E1 contains MODBUS gateway, serial server and transparent transmission functions. The
MODBUS gateway function allows data to be transferred from MODBUS to Ethernet and vice versa. While
serial server and serial port transparent transmission modules can provide real-time networking to access
serial devices at any time or locations.

3.3.1 MODBUS gateway

MODBUS gateaway allows DVW device to perform format conversion and data transfer. (Convert Modbus
RTU/ASCII to Modbus TCP).

3.3.1.1 RS-485 gateway

® MODBUS ASCII/ RTU Slave

In this mode, the DVW series serve as MODBUS TCP server. When the device receives client's MODBUS
request, it is packed into MODBUS ASCII/RTU protocol and corresponding serial ports can be confirmed
base on the map ID. Also, MODBUS ASCII/RTU master can forward request to slave through DVW series.

i L

[SErwer [NLastier)

Modbut TCP clignt Modbus Slave

N ()

For instance, RS-232 serial port slave ID setting range is 1-20, map ID setting range 1-20; while RS-485 serial

port slave ID setting range is 1-20 and map ID setting range is 21-40. When users request reading PLC
station number 6 data connected via RS-232 through MODBUS network port, the map ID needs to be

configured to 6; when reading PLC station number 6 data connected via RS-485 through MODBUS network
port, the map ID needs to be configured to 26.
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Attention
I-'I-\ For RS-232 and RS-485, the configured map ID range cannot have repeated
{.® regions, because the system forwards the request to serial ports base on the
network port of the map ID in the request data.
5485 MODBUS Gateway
Canosl Apply
BACHOHRLS Cany Funcian FEGARS Contipumass Cabary
Sasr I FE T [1=247
= RO AR Sl Chatea Bl
TES Fodtdies Ting M) D-3T76T 5j
WCKNERIE AT Bwn [— ParEw ® Aepomie Tiecsi | M) TE-A5535 Fiki
[ e TR T Retrp X [l
Tl T 1w
WECHTRELES ATL) ke Ikl Ptapsion * Erataed © Dooipesl
v Som D) el Swss D Hargs i 1) Rangs
ot oo i 5] [1=3aF M I [1-2a8
MCHHIUS Cafrmay §uncion e Configusion Crfuery
Fimpari D r {ieddF)
RIS ASCH Sieve D B N
TCP Mespiie Tive 30 M=2FTHT 0
. T e Pty i . Pnponss Tresud - 3000 i LT
WECHEELEE ST Bl Riaary ] LT
Fepim i Mol Eecepbcs % Esghled
RACTRER 05 RTL blasaty Ol
. Sl 1) B Fame D Rsngs thag i RLarge
Dol a1 I FEe 1 i =34 Ft - =247

® MODBUS ASCII/ RTU Master

In this mode, the DVW series serve as MODBUS ASCII/RTU Slave. When the device receives master’s
MODBUS request, it is packed into MODBUS TCP protocol base on the station ID and the corresponding
relationship from the forward table. Also, MODBUS TCP client can forward request to the server through

DVW series.

Mlacibart. Matter

#
15lawe)
WD
n
- @

.

fChent)

Servir |PE W ESID

L

¥

Modbus TCF Server
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RS485 MODBUS Gateway

Cancel Apply
MODEUS Gatewsary Funclion FRE485 Configuraton Others
MODBLS ASCH Siave Cista B Stason ID 47 [1-247)
MODBLS RTLU Slave TCP Keepalne Time 3 (0=3276T )
Fanty B Mone +
* MODBLS ASCH Master Response Times 3000 [O-85535 ms)
Step B4 L
MODBELS RTU Masler Foestry 3 {0-1)
Disabied il e, Modbus Exception  ® Enabled  Orepped
MODEUE Gatevwty Fursshion RE405 Confarman Cibers
MODBEUS ASCH Sl Daata B B Staten (0 247 {1-24T)
MODELS FTU Sl TP Keepaive Time |30 [O=F2TAT &)
Parity Ba Hora »
MOOELE ASCH Master Response Timesmdt 3000 [0-BEE25 ma)
Sinp Bit 1
o RAOOBLES RTU Maghsr Ratry 3 {0="10%
Deaatied ot (9800 v | s Encepton = Enabled | Deopped
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Forward Table
No.| Enabled | StationID desﬁ:;:ﬂ:ion Destination IP Destination
station ID Port
‘l 502 ‘
‘2 502 ‘
‘3 502 ‘
‘4 502 ‘
‘5 502 ‘
‘5 502 ‘
‘? 502 ‘
‘8 502 ‘
‘9 502 ‘
‘10 502 ‘
‘ll 502 ‘
‘12 502 ‘
‘13 502 ‘
Description | Default value

Operation mode

Select the roles and operating agreement for present network and serial ports via

following options:

1. MODBUS ASCII Slave: The network port for DVW device operates in MODBUS
TCP Server mode, the RS-485 serial port operates in MODBUS ASCII master
mode.

2. MODBUS RTU Slave: The network port for DVW device operates in MODBUS
TCP Server mode, the RS-485 serial port operates in MODBUS RTU master Close
mode.

3. MODBUS ASCII Master: The network port for DVW device operates in
MODBUS TCP client mode, the RS-485 serial port operates in MODBUS ASCII
slave mode.

4. MODBUS RTU Master: The network port for DVW device operates in MODBUS
TCP client mode, the RS-485 serial port operates in MODBUS RTU slave mode.

Data bit

Displays serial port data bit; the value is fixed to 7 in ASCII protocol,
the value is fixed to 8 in RTU protocol.

Parity bit

Configuring parity for serial port. Optional values include “none”, “odd”
or “even”.

Stop bit

N/A

Configuring
RS485

None
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Description Default value

Configuring stop bit for serial port. Optional values include 1 or 2. 1

Baud rate

Configuring baud rate for serial port. Optional values include 2400,
4800, 9600, 19200, 38400, 57600, 115200.

9600

Station ID

Displays the station ID of the device. The station ID of RS-485 is 247. | N/A

TCP keepalive time

Configure DVW device in idle TCP connection to setup TCP

keep-alive time. When the time is “0”, the connection will stay open. 30

Others Response timeout

DVW device waits for serial port response timeout. | 3000

Retry

Setup the number of retry when response time reaches timeout. | 3

MODBUS exception

When device reaches response timeout, exception code may be sent

to client. Enabled

Mapping slave ID

Setup slave ID mapping table.

-- Slave ID range: Input actual station ID range.

-- Map ID range: Input virtual ID range that can be identified by DVW
Slave mode device.

Since MODBUS TCP does not contain actual serial port messages,
therefore, we use different map ID section to determine each port.
Requests need to be set within the map ID range in order to forward to
the corresponding serial ports, the station ID will also be converted.

Enabled

Set forward message to enable or not enable. | None

Station ID

Master Assign the station ID received from the serial port. | None

mode- Map destination station ID

Forward Set the corresponding destination station ID. | None

table Destination IP

Set the IP address of MODBUS TCP server. | None

Destination TCP port

Set the interface for MODBUS TCP server. | 502

3.3.1.2 RS-232 gateway
® MODBUS ASCII/ RTU Slave

In this mode, the DVW series serve as MODBUS TCP server. When the device receives client's MODBUS
request, it is packed into MODBUS ASCII/RTU protocol and corresponding serial ports can be confirmed
base on the map ID. Also, MODBUS ASCII/RTU master can forward request to slave through DVW series.

o .| s

[Sérver] [Master)

Modbus TCP client Modbus Slave

L]
L]

&
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For instance, RS-232 serial port slave ID setting range is 1-20, map ID setting range 1-20; while RS-485 serial
port slave ID setting range is 1-20 and map ID setting range is 21-40. When users request reading PLC

station number 6 data connected via RS-232 through MODBUS network, the map ID needs to be configured
to 6; when reading PLC station number 6 data connected via RS-485 through MODBUS network, the map ID
needs to be configured to 26.

Attention

-I For RS-232 and RS-485, the configured map ID range cannot have repeated
(. ®# regions, because the system forwards the request to serial ports base on the
network port of the map ID in the request data.

R5212 MODBUS Gateway
el Apply

RO Oty 1 oncion

¥ WODEUE ASCH S

0 Configue sber

="

Ciwrn

Siwtum 0 i

1-2Tj

TP Emequidve Tere 360 i EEMT
BHOEILE T S Party Mo = Reaporms Trresae 00 GBS h e
Rk S AT kg Faary ] == 1
Shg Od "
Vaiten € 1 . - -
WO ATL llaster ot Ercised -/ Ceopped
S T Map S (1 Harge Lap O e
i Wirim LLiLE
Db P ] {1-pa7) {1-3T
BCCB S Gaengy Faam REFAT Condpurann el
Sy ’ 47
LEDDRUER ASTE Sy Dl Bim
PP Redpaibve g X -3V 5
" LAHMIUS RTL Shwss L
el Pardy B Pl ® Eewporna el LS IC-AEETE v
MEQOIRIS ASCH hande Flery ]
e B T
L SE TS " Frumbded
ML FTL Mamier T Devpiesd
S 10 WD B 1) Ay Wi 15 Al
[A TiRIF" LLE
Do 1 2 -gdTy | | §-FT)

® MODBUS ASCII/ RTU Master

In this mode, the DVW series serve as MODBUS ASCII/RTU Slave. When the device receives master’s
MODBUS request, it is packed into MODBUS TCP protocol base on the station ID and the corresponding
relationship from the forward table. Also, MODBUS TCP client can forward request to the server through

DVW series.

Mot Master

#0

1Slawe)

(5]

L2

by}

™| Modbus TCP Server

|
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RS5232 MODBUS Gateway
Cancel Apply
REODELIS Gabessy FUnClion REIER Conhgurabon CAnes
MODBLS ASCH Slave Dt it ' Stabon 1D ] {1-24T}
MODBLSE RTU Slave TP Keespalen Tima 30 {0=-F2TET &)
Panty Bit Mo -
£ WOOBUS ASCH Master Responge Timeout | 3000 {0~B5535 ms)
Stop Bi 1
MODBLS RTU Mastar Rietry 3 [0=10)
Disabied Al e P00 ¥ | Modbis Eucapion (8 Enatied L Dropped
MODBUS Gateway Funchon RS232 Conligurason Dhers
MODBLS ASCI Stave — : Staticn 1D 248 (1-247)
MODBLS RTU Stave TCP Keepalve Time |30 (0-32787 5)
!!a Panty B MG ¥
MODBS ASCH Masier Response Timeoui | 3000 (O-B5535 ms)
Stop Bil 1=
* ADDELS ATU Masher Riatry 3 (0= 10
Disatied i w0 Modbus Excepton  * Enabled ' Dropped
Forward Table
Map S
No.| Enabled | StationID | destination Destination IP Destination
. Port
station ID
‘1 | 502 ‘
‘2 | 502 ‘
‘3 | 502 ‘
‘4 | 502 ‘
‘5 | 502 ‘
‘6 | 502 ‘
‘? | 502 ‘
Description | Default value

Operation mode

following options:

mode.

Select the roles and operating agreement for present network and serial ports via

1. MODBUS ASCII Slave: The network port for DVW device operates in MODBUS
TCP Server mode, the RS-485 serial port operates in MODBUS ASCII master

Close
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Description Default value

2. MODBUS RTU Slave: The network port for DVW device operates in MODBUS
TCP Server mode, the RS-485 serial port operates in MODBUS RTU master
mode.

3. MODBUS ASCII Master: The network port for DVW device operates in MODBUS
TCP client mode, the RS-485 serial port operates in MODBUS ASCII slave mode.

4., MODBUS RTU Master: The network port for DVW device operates in MODBUS
TCP client mode, the RS-485 serial port operates in MODBUS RTU slave mode.

Data bit
Displays serial port data bit; the value is fixed to 7 in ASCII protocol,

the value is fixed to 8 in RTU protocol. N/A
Parity bit

Configuring ?et pf’:}rity bits for serial ports. Optional values include “none”, “odd” or None

RS485 | oven
Stop bit
Set stop bits for serial ports. Optional values include 1 or 2. \ 1
Baud rate
Set baud rates for serial ports. Optional values include 2400, 4800, 9600
9600, 19200, 38400, 57600, 115200.
Station ID
Displays the station ID of the device. The station ID of RS-485 is 247. | N/A
TCP keepalive time
Configure DVW device in idle TCP connection to setup TCP 30
keep-alive time. When the time is “0”, the connection will stay open.
Others Respons_e time_out _ _

DVW device waits for serial port response timeout. \ 3000
Retry
Set the number of retry when response time reaches timeout. \ 3
MODBUS exception
When device reaches response timeout, exception code may be sent Enabled
to client.

Mapping slave ID

Set slave ID mapping table.

-- Slave ID range: Input actual station ID range.

-- Map ID range: Input virtual ID range that can be identified by DVW
Slave mode device.

Since MODBUS TCP does not contain actual serial port messages,
therefore, we use different map ID section to determine each port.
Requests need to be set within the map ID range in order to forward to
the corresponding serial ports, the station ID will also be converted.

Enabled
Set forward message to enable or not enable. ' None
Station 1D
Master Assign the station ID received from the serial port. ' None
mode- Map destination station ID
Forward Set the corresponding destination station ID. ' None
table Destination IP
Set the IP address of MODBUS TCP server. ' None
Destination TCP port
Set the interface for MODBUS TCP server. | 502
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3.3.2 Serial server

The function allows DVW series to connect with the assigned server, while also pack serial port data into
TCP/UDP and send it to the server for TCP or UDP client.

3.3.2.1 RS-485

In this mode, the DVW series is used as client’s serial server of communication via TCP/UDP protocol which
can transmit RS-485 data to the serial server.

RS485 Server

Cancel Apply
Mode TCP Client Mode v
Baud Rate 9600 v
Data Bit 8
Parity Bit None »
Stop Bit 1
TCP Keepalive Time 7 (0-99min)
Destination IP 1 Fort
Destination IP 2 Fort
Destination IP 3 Fort
Destination IP 4 Fort
Max Payload Length 0 (0-1024)
Minimal Packet Interval 0 (0-65535 ms)
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RSA485 Server

Cancel Apply
Mode UDP Mode ¥
Baud Rate B0 v
Data Bit B
Parity Bit Mona »
Siop Bi 1+
Begin Address End Address Por
Destinatian IP 1
Destnaton 1P 2
Destnation 1P 3
Destanalean 1P 4
Source Port 15000 {1025-65535)
Max Payioad Length 0 (0-1024)
kinenal Fackel Interval i (3-65535 m=)
Description | Default value
Operation mode
Select the current operating serial port default to “Close”, other options include:
1. TCP mode: serve as client’s serial server of communication via TCP protocol. Close
2. UDP mode: serve as client’s serial server of communication via UDP protocol.
Baud rate
Set baud rates for serial ports. Optional values include 2400, 4800, 9600
9600, 19200, 38400, 57600, 115200.
Serial Data bit
lal Set data bits for serial ports. Optional values include 7 or 8. \ 8
communication ——
arameters Parity bit
P Set parity bits for serial ports. Optional values include “none”, “odd” None
or “even”.
Stop bit
Set stop bits for serial ports. Optional values include 1 or 2. \ 1
TCP keepalive time
TCP mode Configure idle time of _TCP to auto-close TCP connection. Optional
values from 0 to 99 minutes. 7
0: TCP connection will not be closed due to idle (always open)
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Description Default value

1~99: When idle time reaches setting value, TCP connection is
closed.

Destination IP and port

Set connected serial server IP range and port, the IPand port
cannot have the same configuration. Max. 4 serial servers for None
simultaneous connection.

Max. payload length

Set the waiting length of cumulative data for data packet
transmission, the range is 0 to 1024 byte; set 0 for immediate data 0
transmission.

Minimal packet interval

Set the waiting time to forcing data packet transmission, the range
is 0 to 65535 ms; set 0 to permanently avoid forcing of
transmission; For data transmission, set range is between 1 to 0
65535 when the time reaches setting value or cumulative data
length reaches the setting length.

Destination IP and port

Set the connected serial server IP and ports. Maximum of 4 serial
servers for simultaneous connection in UDP. Each server IP range
supports up to 99 IP address, meaning the max. number of IP None
between starting and ending IP is 99. The IP and ports cannot have
the same configuration.

Source port

Set monitoring source port. \ 15000

Max. payload length

UDP mode Set the waiting length of cumulative data for data packet

transmission, the range is 0 to 1024 byte; set 0 for immediate data 0
transmission.

Minimal packet interval

Set the waiting time to forcing data packet transmission, the range
is 0 to 65535 ms; set 0 to permanently avoid forcing of
transmission; For data transmission, set range is between 1 to 0
65535 when the time reaches setting value or cumulative data
length reaches the setting length.

3.3.2.2 RS-232

In this mode, the DVW series is used as client’s serial server of communication via TCP/UDP protocol which
can transmit RS-232 data to the serial server.
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RS232 Server

Cancel Apply
Mode TCP Client Mode v
Baud Rate 9600
Data Bit g v
Parity Bit None v
Stop Bit 1
Flow Control None v
TCP Keepalive Time 7 (0-99min)
Destination IF 1 Port
Destination IP 2 Port
Destination IFP 3 Port
Destination IP 4 Port
Max Payload Length 0 (0-1024)
Minimal Packet Interval 0 (0-65535 ms)
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RS5232 Server

Cancel Apply
Mode UDP Mede 1
Baud Rate 9600 v
Crata Bat 8
Faniy Bit MNong =
Stop Bit 1
Flow Contral Mome ¥

Begmn Address End Address Paort
Destimaton (P 1
Deslinaton 1P 2
Destination 1P 3
Destinaton [P 4
Source Port 16000 (1025-65535)
Max Payioad Length 0 (O-1024)
Kanimal Packet Interval ] (0-65535 ms)
Description | Default value

Operation mode

Select the present operating serial port default to “Close”, other options include:

1. TCP mode: serve as client’s serial server of communication via TCP protocol. Close
2. UDP mode: serve as client’s serial server of communication via UDP protocol.
Baud rate
Set baud rates for serial ports. Selected values include 2400, 4800, 9600
9600, 19200, 38400, 57600, 115200.
. Data bit
Serlgl . Set data bits for serial ports. Optional values include 7 or 8. 8
communication . .
parameters Parity Ip|t . . . .
Set parity bits for serial ports. Optional values include “none”, “odd” None
or “even”.
Stop bit
Set stop bits for serial ports. Optional values include 1 or 2. \ 1
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Description | Default value
Flow Control
Set types of flow control. Optional values include “XON/XOFF", None
“RTSICTS".

TCP keepalive time

Configure idle time of TCP to auto-close TCP connection. Optional
values from 0 to 99 minutes.

0: TCP connection will not be closed due to idle (always open) 7
1~99: When idle time reaches setting value, TCP connection is
closed.

Destination IP and port

Set connected serial server IP range and port, the IPand port
cannot have the same configuration. Max. 4 serial servers for None
simultaneous connection.

TCP mode Max. payload length

Set the waiting length of cumulative data for data packet

transmission, the range is 0 to 1024 byte; set 0 for immediate data 0

transmission.

Minimal packet interval

Set the waiting time to forcing data packet transmission, the range

is 0 to 65535 ms; set 0 to permanently avoid forcing of

transmission; For data transmission, set range is between 1 to 0

65535 when the time reaches setting value or cumulative data

length reaches the setting length.

Destination IP and port

Set the connected serial server IP and ports. Maximum of 4 serial

servers for simultaneous connection in UDP. Each server IP range

supports up to 99 IP address, meaning the max. number of IP None

between starting and ending IP is 99. The IP and ports cannot have

the same configuration.

Source port

Set monitoring source port. \ 16000
UDP mode Max. payload length

Set the waiting length of cumulative data for data packet
transmission, the range is 0 to 1024 byte; set 0 for immediate data 0
transmission.

Minimal packet interval

Set the waiting time to forcing data packet transmission, the range
is 0 to 65535 ms; set 0 to permanently avoid forcing of
transmission; For data transmission, set range is between 1 to 0
65535 when the time reaches setting value or cumulative data
length reaches the setting length.

3.3.3 Transparent server

In this mode, the DVW device serves as TCP servers that receives data packet from assigned ports and
transmits to RS-485 or RS-232 serial ports without any processing.

3.3.3.1 RS-485 transparent server
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RS485 Transparent Server

Cancel Apply
Mode TCP Server v
TCF Fort 12580 {1025~65535)
Baud Rate a9g00 -
Data Bit 8w
Parity Bit MNone »
Stop Bit 1

Description . Default value

Operation mode

Select present operating serial port mode from the following options:
1. TCP server: as TCP server, create connection once receive client host request

then client host and DVW device can start data transmission. Close
2. Close: close transparent server function.
TCP port
Set the port for TCP Server monitoring data packet. \ 12580
Baud rate
Set baud rates for serial ports. Optional values include 2400, 4800, 9600, 19200, 9600
38400, 57600, 115200.
Data bit
Set data bits for serial ports. Optional values include 7 or 8. \ 8
Parity bit
Set parity bits for serial ports. Optional values include “nonel”, “odd”or “even”. \ None
Stop bit
Set stop bits for serial ports. Optional values include lor 2. \ 1
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3.3.3.2 RS-232 transparent server

RS232 Transparent Server

Cancel Apply

Mode TCP Server

TCP Port 12581 (1025~65535)

Baud Rate 9600

Data Bit g

Parity Bit Mone »

Stop Bit 1w

Flow Control Mone v

Description | Default value
Operation mode
Select present operating serial port mode from the following options:
1. TCP server: as TCP server, create connection once receive client host request Close
then client host and DVW device can start data transmission.

2. Close: close transparent server function.
TCP port
Set the port for TCP Server monitoring data packet. 12581
Baud rate
Set baud rates for serial ports. Optional values include 2400, 4800, 9600, 19200, 9600
38400, 57600, 115200.
Data bit
Set data bits for serial ports. Optional values include 7 or 8. \ 8
Parity bit
Set parity bits for serial ports. Optional values include “None”, “odd”or “even”. \ None
Stop bit
Set stop bits for serial ports. Optional values include lor 2. \ 1
Flow control
Set types of flow control. Optional values include “XON/XOFF”, “RTS/CTS". \ None
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3.3.4 MODBUS cache table

Since the transmission speed of Ethernet interface is faster than that of serial ports, therefore, when Ethernet
devices send requests to serial devices, more time is required for waiting serial port data. MODBUS cache
table provides PLCs with relevant configuration information (e.g. station ID, MODBUS IP). The DVW device
can send request to receive serial port device data based on prior MODBUS cache table. When Ethernet
devices requests for transmission to DVW device, DVW can immediately respond to data. Because DVW has
already receive the data in advance, so it does not need to transfer the requests to serial devices and the
function can also be used in MODBUS ASCII/RTU slave mode.

3.3.4.1 RS-485 cache table

On the left part of the cache table page displays information regarding configuration; click Online and data
read based on configuration messages are shown on the right.

RS485 Cache Table

Canced Apply

Eregcded [(Crdy REODBLS ASCUHT S

Cypche Tema 1008 T Agmplbse S L Tirrasg 00 Tl Dol sy
Lol Bavice ‘Ward Dawica
S g r fiLs ek oA 5 L il F 1 L S iHen o iDe s Prescn! Wi {
T e e L - O P &
Add = Carlete Oniiing
Sl Dl ‘dered Doiw b
= Sighent Adbeis MODBLS (ex] MODBUS (Disth | Cinsl| Srinas | A Staton Address LIOCELS (e UDDEUS [Dec) | Sunrs
Aaid Ecdin Dt COnlina
Explanation . Default value
Enabled
Set MODBUS cache function to enable or not enable. \ Not checked
Cycle time
Set the time for sending requests to serial devices. \ 1000
Available size
Displays the available data size for monitoing. \
Timeout calibration
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Explanation Default value
Calibrate the response timeout. When users click Detect, the DVW
device will use the MODBUS cache table for communication.
Add
Add a configuration message (up to 100 messages).
Edit
Edit selected configuration messages.
Delete
Delete assigned configuration messages.
Online
When clicked, real-time values gathered for relevant addresses are
shown on the right section of the page.
Word device
Iltem Explanation
Station address The device station ID.
MODBUS (Hex) MODBUS in hexadecimal values
MODBUS (Dec) MODBUS in decimal values
Present value MODBUS present value.
Format Hexadecimal or decimal format.
Coil device
Item Explanation
Station address The device station ID.
MODBUS (Hex) MODBUS in hexadecimal values
MODBUS (Dec) MODBUS in decimal values
Status Values of MODBUS.
To add/ edit a configuration (see below):
MODBUS Cache Function
Cancel Add
Stanion Addrass (1=24T)
MODBUS (Hex)
MODBUS (Dec)
Count {1=100)
Cnline

Explanation Default value
Station address
The device station ID. None
MODBUS (Hex)
MODBUS in hexadecimal values. None
MODBUS (Dec)
MODBUS in decimal values None
Count
S_tarting from MODBUS address and connecting to monitored data None
size.
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Explanation | Default value
Format
Set format to Hex, Dec, Bin (hexadecimal, decimal, binary). Hex
When add or edit coil device types, format is not required.
Online
Set or not to set data display on MODBUS monitoring table. \ Not checked

3.3.4.2 RS-232 cache table

On the left part of the cache table page displays information regarding configuration; click Online and data

read based on configuration messages are shown on the right.
RE21E Cache Table

Canoal Apply

Ertadebey |y BAODSLE ASCRTL Slane )

Cycde Teme | 102M) (] Arvalidds Suw 11 Ses Tt ol e =1 Dabact

Sl Penbie Wl Deelash

SIS BEDDELS WMODEUS | Corire - Siaice Bidees | WODBLES (Hes()  WODEUS JDel) | Frsent ke  Form
Al ik Hexd) (1 Cawnt Fomal A
Aucld Edd Dedata Cinling

RE&232 Cache Table

C:aniced Apply

Eruitobid [ Oy REODBLS ASICRRTLY Sdawed

Cycie T 150K} TR Avaditis S Bsies Trraieil Chlls lion . Dt

Codl Dwwice Word Cavice

§ | Sadon Acdreys  MOCEUS (Hea) | RODSUS lec) Colrd | g AN Slaban Addeena R FLES [P BRI (e T
Add Edil Crislites Chrilinz
Explanation . Default value
Enabled
Set MODBUS cache function to enable or not enable. \ Not checked
Cycle time
Set the time for sending requests to serial devices. \ 1000
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Explanation | Default value
Available size
Displays the available data size for monitoing. \
Timeout calibration
Calibrate the response timeout. When users click Detect, the DVW
device will use the MODBUS cache table for communication.
Add
Add a configuration message (up to 100 messages). \ None
Edit
Edit selected configuration messages. \ None
Delete
Delete assigned configuration messages. \ None
Online
When clicked, real-time values gathered for relevant addresses are
. . None
shown on the right section of the page.
Word device
Iltem Explanation
Station address The device station ID.
MODBUS (Hex) MODBUS in hexadecimal values
MODBUS (Dec) MODBUS in decimal values
Present value MODBUS present value.
Format Hexadecimal or decimal format.
Coil device
Iltem Explanation
Station address The device station ID.
MODBUS (Hex) MODBUS in hexadecimal values
MODBUS (Dec) MODBUS in decimal values
Status Values of MODBUS.
To add/ edit a configuration (see below):
MODBUS Cache Function
Cancel Audd
Station Address (1-247)
MODEBUS (Hex)
MODBUS (Dec)
Couit (1~100)
Online

Explanation

Default value

Station address

The device station ID. \ None
MODBUS (Hex)
MODBUS in hexadecimal values. \ None
MODBUS (Dec)
MODBUS in decimal values \ None
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Explanation . Default value
Count
S_tarting from MODBUS address and connecting to monitored data None
size.
Format
Set format to Hex, Dec, Bin (hexadecimal, decimal, binary). Hex
When add or edit coil device types, format is not required.
Online
Set or not to set data display on MODBUS monitoring table. \ Not checked

3.4 WLAN management - 2.4G

The WLAN management focuses on configuring 2.4G WIFI operation mode and its corresponding parameters.

Please refer to the manual for accurate configuration before setup.

3.4.1 Operation mode

DVW-WO01I2-E1 provides 2 different WIFI operation modes including AP and client mode that allow users to
easily configure wireless network environment. Please first set DVW-WO0112-E1 operation mode, then

configure WLAN.

Operation Mode

Cancel Apply

BF

* Enabled Disabled

Operation Mods AR
Eegion Europe v
Description Default value
RF
To enable or disable wireless function. | Enabled
Operation mode
Set wireless operation mode:
® AP mode: used as an intermediate point for wired and wireless
devices connection, data transmission and more. AP
® Client mode: DVW-WO02W2-E2 operating in client mode can
perform wireless data transmission via AP.
Region
Show the country or region for the device u.S

1 Attention
2.4G and 5G WIFI cannot operate in client mode simultaneously.
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3.4.2 WLAN 2.4G

The setting page focuses on the basic and adanced configuration of 2.4G network in AP or client mode.
3.4.2.1 Basic configuration
The setting corresponds to operation mode. Different operation mode will have different basic configurations.

® AP mode:

In AP mode, users can add or edit WLAN basic configurations. For example, RF type, channel, SSID, SSID
broadcast and security mode. Click Apply once configurations are completed.

Basic Configuration

Cancel Apply
Operation Mode AP
RF Tvpe G/H Mixed v
Channel AUt v
Bandwidth 2001
S5ID ShmWiFi_ 4456
551D Broadeast # Enabled  Disabled
Secunty Mode Mone ¥
Description \ Deault value

Operation mode
Display present operation mode \
RF type
Select from the following types:
® G: only supports IEEE 802.11g standard
® B/G Mixed: supports mixed mode IEEE 802.11b/g
® G/N Mixed: supports mixed mode IEEE 802.11g/n, but G/N Mixed
does not support 802.11b
® BJ/G/N Mixed: supports mixed mode IEEE 802.11b/g/n
® N Only: only supports 2.4GHz IEEE 802.11n standard

Channel
Set AP operating channels from the following options:
® Auto Auto
o 1-11
Bandwidth
Set WIFI 2.4G with the following bandwidth options:
® 20MHz
® A40MHz 20MHz

20MHz penetrability is better and contains long transmission
distanace but is slower in speed.

SSID

Type the wireless device name that consists of 1-32 characters | “SlimWiFi_"+'MAC last 4 digits”
SSID broadcast

Set enable or disable SSID broadcast \ Enabled
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Description \ Deault value

Maximum number of client connections
Set the maximum number of clients allowed to connect to this AP. | 20
WMM
After selecting this option, multimedia data is given priority during
data transmission.
Client isolation
After selecting this option, clients connected to this AP cannot
access each other.
Security mode
Set AP operation security mode from the following options:

® None

® \WPA2-PSK[AES] None

® WPA-PSK[TKIP]+ WPA2-PSK[AES]
For more security mode information, refer to section 3.4.2.2.

Check

Uncheck

® Client mode

In client mode, click Site Survey and the existed network SSID will appear, then choose the matching SSID.
For example, the matching SSID is configured to WEP or WPA/WPA2-PSK. Please enter the correct
password then click Apply to connect with AP.

Basic Configuration
Cancel Apply
Operation Mode Cliant
RF Type ACN Mixed
Channel G v
Bandwidth B0M *
S5ID SimWiFi_B4F9_5G Site Survey
EXTAP Enabled ® Disabled
Secunty Mode Mona *
Client Mode Disabled «

Ralash Bk,

- - OFl ek by T Lok e
. B [T] [f_E] LY
- N LT ] L N Wl
- ] R e L ] iy R L W
- L L f L WA N L
L] s ] [ Bl FaR = wl A P ATl
wile il 18,8 &L | LTS L
L Fn il G O L B0 il Ly ] e
L] Ty Sy 07 & TS ha vl -
mw - rfle e S ARFTENFG - AT 1Y e

i [ 1 W AT ] R
i e M AL T i (L] Fim
1 s Py T A R R i A TH =l
4 o e MHEBRROED fa L] Figd
k] B Femrrmast o W L] el I
H i i P I O O S L AL T FEL
i? - [E0 F. Fafai s 1] il T e [R5
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Description . Default value

EXTAP
® Enabled: When EXTAP is enabled, client compatibility increases

along with more compatible AP. Disabled
® Disabled: When EXTAP is disabled, recommend using the AP of

DVW-W01I12-E1 for enhanced connection.
Client mode
® Disabled: Operation under normal WiFi client mode. .

ot . Disabled

® Roaming: client support fast roaming protocol of personal level.

Attention

In client mode, RF type and channel in gray background cannot be configured;
! while in AP mode, simultaneous configuration for RF type, channel and security

mode begins once matching is successful.

Start roaming mode, the DVW devices support fast roaming protocol of personal level and can fulfill the need
for fast switching APs in maintaining the operation under wireless application environment.

Clieni Mode Rosmng »

Scan Folicy Sagnal Chango Scannrg L
Scan cimnneli The channels with ® s BFS chanmeds) 0 i
Bk SCaEnFang T

Bl scanmeng

el Tanes [O- ) )
Scan Pervosdi 100080 R8s | 1K)
Sean Threshadd -95-0 dBum) -5

Roaneng 5ignal D ferencel 3-230 @m) 1
Roaming Threshoddi 98- dBem) 55
Roaming Detect Period| S0- 300000 me 100

Neotws: Cliemn wall begim scanmng when the sipnal of carnest AF s [omer
thag “Seas Theeshold™, nhen iz ger new AP and the wgeal of currenr AP i3
lowvew than "Roaming Threshold®, mandng start

Description | Default value

Client Mode
To enable or not enable fast roaming function. | Disabled
Scan channel

To set fast roaming, DVW scans the assigned AP channels; when there are
more channels that need to be determined, roaming speed is also more
easily affected.

® Below are options in the first drop-down list:

-- Auto: Scan all the channels and select an option without selecting the | Present AP
second and third drop-down lists. channel
--The present AP channels in connection with DVW.

® Below are options in the second and third drop-down list:

-- Not scanning: Scanning channels only from the previous drop-down list.
-- Channel value: Select desired channels for scanning.

Scan time

When DVW scans for available APs, set the scan time for each

channel.Setting range: 10~200ms. 50
Scan period
Set the AP interval period for DVW scan. Setting range: 1000~300000ms - 1000
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Description | Default value

Scan threshold

Set the AP threshold once DVW is triggered for scanning, but only when the
AP’s transmission power connected to the present DVW is lower than the
threshold value, the DVW will scan the available AP based on the scan
period. Setting range: -95~0 dBm.

Roaming signal difference

Set DVW roaming signal difference which is a condition to execute DVW
switching action. When the signal difference between present AP’s
transmission power in connection with DVW and the new AP is larger than 5
the setting value, the DVW will switch to the new AP. Setting range: 5~20
dBm.

Roaming threshold

Set DVW roaming threshold which is a condition for DVW to execute switch
action.when the present AP’s transmission power in connection with DVW
is lower than the setting value, the DVW can switch to new AP.

Setting range: -95~0 dBm.

Roaming detect period

Set DVW to detect whether the interval period of the two roaming
conditions are satisfied; When both conditions are satisfied, the DVW can 50
execute switching. Setting range: 50~300000ms.

-50

3.4.2.2 Security mode

The device provides 5 standard security modes including none, WEP, WPA-PSK[TKIP], WPA2-PSK[AES]
and WPA-PSK[TKIP] + WPA2-PSK[AES]. Users can set the security mode base on your own needs.

® Security mode: None

No security mode. When selecting this option, any client can connect to DVW-W02W?2-E2 device without
security mode.

® Security mode: WPA/WPA?2 Personal

The WIFI alliance developed Wi-Fi Protected Access (WPA) and Wi-Fi Protected Access 2 (WPAZ2) to protect
two securtiy protocols and security identifications in wireless network. The WPA/WPA2-Personal or so-called
WPA /| WPA-PSK (Pre-Shared Key) has two encryption methods including TKIP (Temporal Key Integrity
Protocol) and AES (Advance Encryption System). TKIP can automatically create a new network password
every few minutes which can prevent attackers from continuously collecting sufficient data in accessing your
network. AES represents Advance Encryption System that encrypts 128-bit, 192-bit or 256-bit block and is
considered the safest option for WIFI encryption.

Password (8-63 characters or 64 hex digits)

Description | Default value

Security options

® \WPA2-PSK[AES]: Enable AES encryption method.

® WPA-PSK[TKIP]+ WPA2-PSK[AES]: Supports WPA-PSK
and WPA2-PSK. Broadcast packets uses TKIP. For None
point-to-point transmission, WPA-PSK client uses TKIP and
WPA2-PSK client uses AES.

Password

Password phrase requires 8 to 63 ASCIl characters or 64

hexadecimal digit.

None
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3.4.2.3 Advanced configuration

The configuration provides users to execute advanced parameter settings based on different on-site wireless
environment.

Belvancad Conhguration
Lancal Apply
Transmis=on FowerdBm) 0

Bescon [sterval40- 1 000ms)

Description . Default value

Transmission power

Set the transmission power. The transmission power gets stronger
as setting value becomes higher and the influence range widens. 20
Range option 1 to 20.

Beacon interval

The beacon interval of a wireless broadcast, the unit is ms. When
roaming is required, users can adjust to lower value for faster 150
connection; adjust to higher value for power saving. Input range:
40-1000.

3.5 WLAN management - 5G

The WLAN management focuses on configuring 5G WIFI operation mode and its corresponding parameters.
Please refer to the manual for accurate configuration before setup.

3.5.1 Operation mode

DVW-WO01I2-E1 provides 2 different WIFI operation modes including AP and client mode that allow users to
easily configure wireless network environment. Please first set DVW-WO0112-E1 operation mode, then
configure WLAN.

Operation Mode

Cancal Apply
RF ® Enabled ' Dizabled
Diperation Mode AP v
Region Europ .

Description | Default value |
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RF
To enable or disable wireless function. | Enabled
Operation mode
Set wireless operation mode:
® AP mode: used as an intermediate point for wired and wireless
devices connection, data transmission and more. AP
® Client mode: DVW-W02W2-E2 operating in client mode can perform
wireless data transmission via AP.

Region

Set the country or region for the device. The setting follows the different
WLAN channels established by each country. Many countries have their own
regulations on these channels, e.g. maximum power levels within these Europe
frequency ranges, countries or regions supported in total: China, Taiwan, U.S.
and Europe.

1 Attention
2.4G and 5G WIFI cannot operate in client mode simultaneously.

3.5.2 WLAN 5G

The setting page focuses on the basic and adanced configuration of 5G network in AP or client mode.
3.5.2.1 Basic configuration

The setting corresponds to operation mode. Different operation mode will have different basic configurations.

® AP mode:

In AP mode, users can add or edit WLAN basic configurations. For example, RF type, channel, SSID, SSID
broadcast and security mode. Click Apply once configurations are completed.

Basic Configuration

Cancel Apply

Operation Mode AP

RF Type ACIN Moted v

Channel W

Bandwaidth SORA %

SSID | ShmWiFi_D4Fe_5G

S5ID Broadcast ¢ Enabled C) Dizabled

Security Mode None W
Description . Defaultvalue |
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Description | Default value

Operation mode
Display present operation mode \
RF type
Select from the following types:
® AC/N Mixed: only supports mixed mode IEEE 802.11ac/n
® A/N Mixed: supports mixed mode IEEE 802.11a/n AC/N Mixed
® N Only: only supports 5GHz IEEE 802.11n standard
® A:only supports 5GHz IEEE 802.11n standard
Channel
Set AP operating channels from the following options:

®  36/40/44/48/52/60/64/100/104/108/112/116/120/124/128/132/136/140 36
Bandwidth
Set WIFI 5G with the following bandwidth options:

® 20MHz

® 4OMHz

® 80MHz 80MHz

20MHz penetrability is better and contains long transmission distanace but is
slower in speed.
SSID

Type the wireless device name that consists of 1-32 characters

SSID broadcast
Set enable or disable SSID broadcast \ Enabled
Security mode
Set AP operation security mode from the following options:
® None
® \WPA2-PSK[AES] None
® WPA-PSK[TKIP]+ WPA2-PSKJ[AES]
For more security mode information, refer to section 3.4.2.2

“SlimWiFi_"+"MAC
last 4 digits™+"5G”

® Client mode

In client mode, click Site Survey and the existed network SSID will appear, then choose the matching SSID.
For example, the matching SSID is configured to WEP or WPA/WPA2-PSK. Please enter the correct
password then click Apply to connect with AP.
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Basic Configuration

Cancal Apply
Operation Mode Client
RF Tvpe AN Miod v
Channel 38 W
Bandwidth BOM
SSID SHmiWiF_B4F9 56 | | Site Survey |
EXTAP 'Enabled ® Disabled
Security Mode WPRAZ-PSKIAES) W

Secority Options (WPAZ PSK

Password | __ (8-63 characters or 64 hex digits]-

Client Mode Disabled v:

Description | Default value
EXTAP
® Enabled: When EXTAP is enabled, client compatibility increases
along with more compatible AP. Disabled
® Disabled: When EXTAP is disabled, recommend using the AP of
DVW-WO0112-E1 for enhanced connection.
Client mode
® Disabled: Operation under normal WiFi client mode. .
N . Disabled
® Roaming: client support fast roaming protocol of personal level
Attention
/ In client mode, RF type and channel in gray background cannot be configured;
&L while in AP mode, simultaneous configuration for RF type, channel and security
mode begins once matching is successful.

Start roaming mode, the DVW devices support fast roaming protocol of personal level and can fulfill the need
for fast switching APs in maintaining the operation under wireless application environment.
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Clieni bods | Riommng ~

Sean Palicy Sl et SCariiag t

Scan chagneds| The chanseds with * are DFS chausels) Aunp ot
Bk e
Pk momnreng S

Sean Timmer [0-200mi ) L]

Sesan Pariocd] | 000 J0HHHMETH | 05

Scan Threshold| <954} dHAm) M
Foamang 5ignal Diifferemce| S=20 dBm] 5
Roamang Threshodd{«5 50 dBm} 58
Roamang Detect Period] 50~ 30001 ims ) ]

Mol Cleim! Wbl befia sdaiiang wheil e fignal of custenl AP 12 W

ithan “Scan Threshold™, when il get new AP and the sagnal of curmend AP is

e than "Roeanang Threahald®, noanning dit

Description ‘ Default value

Client Mode
To enable or not enable fast roaming function. \ Disabled
Scan channel

Set DVW scan strategy, the system offers two options.

® Scan changing signals:

When the signal of AP in connection with DVW is lower than scan threshold,
once signal value changes and triggers DVW to scan for available AP; the
AP signal information received provides DVW to determine in switching or
not; the parameter of scan period is invalid under this mode.

® Periodic scanning or scan changing signals:

When the signal of AP in connection with DVW is lower than scan threshold,
the DVW is triggered according to scan period or changing signal values for
available AP; the AP signal information received provides DVW to determine
in switching or not

To set fast roaming, DVW scans the assigned AP channels; when there are
more channels that need to be determined, roaming speed is also more
easily affected.

® Below are options in the first drop-down list:

-- Auto: Scan all the channels and select an option without selecting the
second and third drop-down lists.

--The present AP channels in connection with DVW.

® Below are options in the second and third drop-down list:

-- Not scanning: Scanning channels only from the previous drop-down list.

-- Channel value: Select desired channels for scanning.

Scan time

When DVW scans for available APs, set the scan time for each
channel.Setting range: 10~200ms.

Scan period

Set the AP interval period for DVW scan. Setting range: 1000~300000ms ° 1000

Scan threshold

Set the AP threshold once DVW is triggered for scanning, but only when the
AP’s transmission power connected to the present DVW is lower than the
threshold value, the DVW will scan the available AP based on the scan
period. Setting range: -95~0 dBm.

Roaming signal difference

Scan changing
signals

Auto

50

Set DVW roaming signal difference which is a condition for DVW to execute
switch action. When the signal difference between present AP’s transmission
power in connection with DVW and the new AP is larger than the setting
value, the DVW will switch to the new AP. Setting range: 5~20 dBm.
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Description Default value

Roaming threshold

Set DVW roaming threshold which is a condition for DVW to execute switch
action. When the present AP’s transmission power in connection with DVW
is lower than the setting value, the DVW can switch to new AP.

Setting range: -95~0 dBm.

Roaming detect period

Set DVW to detect whether the interval period of the two roaming conditions
are satisfied; when both conditions are satisfied, the DVW can execute 50
switching. Setting range: 50~300000ms.

3.5.2.2 Advanced configuration

The configuration provides users to execute advanced parameter settings based on different on-site wireless
environment.

Advanced Configuration

Cancel Apply
Transmission Power(dBm) 20 v
Beacon Interval(40-1000ms)

Description | Default value

Transmission power

Set the transmission power. The transmission power gets stronger as
setting value becomes higher and the influence range widens. 20
Range option 1 to 20.

Beacon interval

The beacon interval of a wireless broadcast, the unit is ms. When
roaming is required, users can adjust to lower value for faster
connection; adjust to higher value for power saving. Input range:
40-1000.

150

3.6 Advance
3.6.1 SNMP Configuration

Simple Network Management Protocol (SNMP) is an application protocol used for exchanging management information
between network devices. SNMP is a member of the TCP/IP protocol suite. SNMP V1, V2 and V3 are supported on the
Delta DVW series. When the SNMP protocol version is V1, V2c. the authentication type use a community string. When the
SNMP protocol version is V3, then you need to specify the authentication type. If you have data encryption requirement,
you can specify the privacy type.
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SNMP Configuration

Cancel Apply
Enabied Disabled |
Read Community pubiic
Wirite Coamamaunity private
SHNMP Agent Version w1, Ve V:
Admin Authentication Type Mo Auth
Admin Privacy Typa Disabled »
Privacy Kay
Device object iD anbarpeise GTH5.501 8.1
Description ’ Factory Default
Enable
Specify whether the SNMP agent is enabled. ‘ None
Remote Management
Specify whether remote user can manage DVW series by SNMP. ‘ None
Read Community
Input.a (.:ommunity name for the device to be accessed with read-only Public
permission.
Write Community
Input.a (.:ommunity name for the device to be accessed with read/write Private
permission.
SNMP Agent Version
Specify the SNMP version of the device. V1, V2c
Admin Authentication Type
Specify the admin authentication type to verify that the message is from a valid
source. It works when SNMP agent version is “V1, V2c, V3" or “V3".
* No Auth: No Authentication. Only use admin account to
access objects. No Auth
* MDS5: Use MD5 algorithms for authentication.
e SHA: Use SHA algorithms for authentication.
Admin Privacy Type
Specify the data encryption type. It works when SNMP agent version is “V1,
V2c, V3" or “V3".
* Disable: No data encryption. Disabled
* AES: Use AES-based data encryption.
* DES: Use DES-based data encryption.
Privacy Key
Input a data key for data encryption. ‘ None
Device Object ID
This field displays the Delta DVW series’s OID. ‘ Fixed
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3.6.2 Packet Control

DVW-WO01I2-E1 has three built-in filters (MAC address filtering, IP protocol filtering, TCP / UDP port filtering).
These are filters that can enhance the security and performance of the network.

3.6.2.1 Filter configuration

Settings of 3 filters, MAC filters, IP Protocol filters, and TCP/UDP port filters as well as the packet acceptance.

Filter Configuration

Cancel Apply
Enabled | Disabled
Policy EDmp !
Description ‘ Factory Default
Enable
Specify whether the filter configuration is enabled.
. Enable: Packet filter function is enabled.
. Disable: Packet filter function is disabled. Disabled
The filter priority:
MAC filters > IP Protocol filters > TCP/UDP port filters
Policy
*  Drop: All packets correspond with the list will be dropped.
e Accept: Only the packets correspond with the list can be Drop
accepted.
_ 'I Notice:

Before you enable the filter function, please notice the Policy:
Drop: If there is no data in the filter list, all packets are accepted.
Accept: If there is no data in the filter list, all packets are dropped.

3.6.2.2 MAC Filter

The MAC filter can accept or drop packets with specified MAC addresses. The MAC address can be

configured up to 8 entries.
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MAC filters

Cancel Apply

No H Active Name MAC address

&

i

1 Notice:

" Please check the Active check box for the entries which you want to specify and
please remember to configure the policy in Filter Configuration page.

3.6.2.3 IP Protocol Filter

The IP Protocol filter can accept or drop packets with specified IP protocol and source/destination addresses.
The policy can be configured up to 8 entries. DVW provides 3 IP protocols items: All, TCP, UDP and ICMP.
The Source IP and Destination IP must be specified. You can specify an IP address or a range of IP
addresses.

IF Protocol Filters

coc

e W e Prodecol Emwce B T rmlrank Iheatnsden B Dewtwadion ratrrank
i 0O T
1 T
I | A
i M AR -
- & T
i C TR
70 FE
N = T
Example:

LAN

L2 188.1 10

La: i68.1 5

193 168.1.20

If the IP protocol filtering settings are as follows, and the policy configured by the filter is [Drop], all IP packets
sent from 192.168.1.20 to 192.168.1.10 will be filtered and cannot be delivered.

L

1

W acpes Protimed  Baaoe @ Raiyrrn drl-iank Gl lian B Clrslinabsr hetradh
- Al vl (190958 120 | [255285.355 255 | |19eEA.1.10 ] E-!-:-_‘{-i:-E-E'!-E u |
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Notice:
Please check the Active check box for the entries which you want to specify and
please remember to configure the policy in Filter Configuration page.

3.6.2.4 TCP/UDP Port Filter

The TCP/UDP port filter can accept or drop packets with specified port and protocol. The policy can be
configured up to 8 entries.

You can specify TCP or UDP protocol, and specify a single port or a range of port. If you want to specify a
single port, you can leave blank in end port field; if you want to specify a range of port, the end port can’t be
larger than the start port.

TCPUDF Port Filters

Syt | Apply |

B ictim Tpaxce pori Tead namen paci Syatacs dopks Ehon ness

Notice:
Please check the Active check box for the entries which you want to specify and
please remember to configure the policy in Filter Configuration page.

3.7 Auto Warning Setting

Industrial Ethernet devices in an industrial environment are very important. These devices usually need to
work for a long time and are usually located at the end of the system. So if the Delta DVW seriess need to be
maintained, it must provide some messages to the maintainer. Even when the maintainers or engineers do
not stay in the control room, they still need to be informed the status of the devices. Delta DVW seriess
provides different approaches to warn engineers automatically, such as log, E-mail, relay output and SNMP
trap.

3.7.1 SyslLog

Syslog function provides you to monitor the device. When faults, errors, configuration changes or specified
events happen, this function can generate messages and forward the messages to a specified syslog server.

3.7.1.1 Syslog Event Types

Please check the box to enable the event items. The default settings are disabled (unticked).
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Sysleg Event Types

Carel Apply
e ____________________________Fawm
k) Bl |
wrdeTh £y
ST g ). F i ¢
P Changs
Panswned Chargesd
Configpraion Charged
WLAN Cornaciion o Dmocrmscion
WLAN Niom Chasgs
WLAN Ul Joa'sed BLaR

Furvomarn stk

Cimatder W EH

Denaileg W PetLes

Description ‘ Factory Default

Cold Start
Power off and then power on to start the system. ‘ Uncheck
Warm Start
When the power is still on, restart the system. ‘ Uncheck
Authentication Failure
Log in failure (wrong ID / Password) ‘ Uncheck
IP Changed
Change the IP address of the DVW series. ‘ Uncheck
Password Changed
Change the login password. ‘ Uncheck
Configuration Changed
Any configuration of the DVW series changed. ‘ Uncheck

WLAN Connection or Disconnection

When in the Client mode, any wireless device joined or left. ‘ Uncheck
WLAN Role Change

Operation mode or configuration changed ‘ Uncheck
WLAN Client Joined / Left

When in the Client mode, any client end joined or left. ‘ Uncheck

Firmware Update

When updating firmware ‘ Uncheck
DI (ON—OFF) or (OFF—ON)
Trigger DI to (ON—OFF) or (OFF—ON) | Uncheck

3.7.1.2 Syslog Server Configuration

This function allows users to have the system log sent to the syslog server once there is any event occurs. DVW series
can configure 1 syslog server and its transport layer protocol is UDP.
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Syslog Server Configuration

Cancel Apply

Rernate Syslog Enable () Enable (3 Dizahle

Syslog server |

Description ‘ Factory Default
Remote Syslog Enable
Enable or disable the remote syslog function ‘ Disabled
Syslog Server
The IP address of the syslog server ‘ None

Syslog Port

Set up the local UDP port (the setups should be the same as the UDP port of

the syslog server , ranging from 1-65535) S14

3.7.2 E-mail Alarm

When malfunctions, errors, configuration changed, or other appointed events occurred, the system can create a warning
and send the warning to the appointed email address.

3.7.2.1 Syslog Server Configuration

Please check the box to enable the event items you'd like to be notified. The default settings are disabled (unticked).
Ermall Event Types

Cancal Bpply

Gl Siam
‘' B
ST T

P Dy

P yirwpl's] Chuisgu]
COriapa e’ L Mg
LN T o [

WLAN Aok (g
AN Chend Jorasill o8

Firescrs Lipsios

Desalid v Dn

Dunatied el Ltk

3.7.2.2 E-mail Server Configuration

The E-mail server parameters can be configured in this page. The maximum e-mail addresses which you can
specify are 4. You can also send Test Mail to see if the email server configuration is complete.
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E-mail Server Configuration

Send Test Mail Apply
Mail server(SMTF) 192.165.1.100
LIzer name mailadmin
Password (TTTITTTT]
Fram e-mail address OvwWYiEdelta. cam. tw
To e-rnail address 1 davidZdelta. com.tw

To e-mail address 2

To e-mail address 3

Tao e-mail address 4

Description ‘ Factory Default
Mail Server (SMTP)
Set up the IP address or domain address of the syslog server (SMTP) ‘ None
User Name / Password
Set up the user name and the password for the syslog server ‘ None
From Email Address
Set up the administrator’'s email address; once the warning email is sent, this
email address will be shown on the sender’s section. Up to 63 characters can None
be inputted.
To Email Address 1/2/3/4
Set up the receipt’'s email address; up to 63 characters can be inputted. None

3.7.3 SNMP Trap

NMS (Network Management Station) usually manage and monitor many SNMP agents. If manager pre-configure the
event, then the SNMP agents will send a message as a trap when the event has been triggered.

3.7.3.1 Trap Event Types

Please check the box to enable the event items you'd like to be notified. The default settings are disabled (unticked).
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Trap Event Types

Cancal Apply
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3.7.3.2 SNMP Trap Receiver Configuration
Users can set up the SNMP Trap receiver; SMIvl MIBs (SNMPv1) and SMIv2 MIBs (SNMPv2c) are supported.

SNMP Trap Receiver Configuration

Zancel Apply ‘
15t Trap wersion Wl oW
15t Trap server IPiname |192.1EB.1.11 |
15t Trap cammunity |pub|ic |
2nd Trap wersian
2nd Trap server IPiname |192.1EB.1.11 |
2nd Trap comrmunify |private |
Description ‘ Factory Default

1st/ 2nd Trap version
Specify the SNMP trap version in SNMPv1 or SNMPV2. ‘ V1
1st/ 2nd Trap server IP/name

Enter the IP address or the name of SNMP Trap server in your network. ‘ None

1st/ 2nd Trap community

Input the community string for authentication. ‘ None

3.7.4 Relay Alarm

The relay alarm is mainly used to monitor the specified event. When the event is triggered, the relay alarm
(DO closed) is triggered, and at the same time, the indicator light is on.
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Relay Event Types

Cancel Apply

T
©
=l

¥ Active
DI ;|

s |Part Link =

II

3.7.4.1 Relay Event Types

DVW defines two types of trigger events: DI and Port Link.
Relay Event Types

Canoed Apply
Ceaateea w

3.8 Management Access

Delta DVW series supports not only web interface to manage the device. You also can use CLI (Command
Line Interface) to configure the DVW series by Secure Shell (SSH) and Telnet. For system security, we
recommend that you set all access management settings to disabled if there is no need

3.8.1 SSH Configuration

You can set whether to allow users to log in to the device using SSH.

SSH Configuration

_ancel Apply

S5H (Enable & Disable

3.8.2 Telnet Configuration
You can configure Telnet configuration in this page.

Telnet Configuration

Cancel Apply

Telnet O Enable & Disable
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3.9 Monitoring

After the user sets the automatic alarm function, the monitoring function provides a detailed record of all
occurrences. These include email, relay alarm table, trap alarm table, system log, network connection status,
AP client list, DHCP client, serial port status, serial port statistics, serial port error, serial port log.

3.9.1 Email Alarm Table

When Email event has been triggered, this page displays the event and status.

E-mail alarm table

Index Event Status
1 Port 2 Link down Fail
2 Power2(0n--=0f) Fail

Iltem Description
Index The index of the event.
Event The event which has been triggered.
Status The status of the event.

3.9.2 Relay Alarm Table

When relay event has been triggered, this page displays the event and status.

Relay alarm table

Index Event
1 Power? Off
2 Fart 2 Link down
Item Description
Index The index of the event.
Event The event which has been triggered.
Status The status of the event.

3.9.3 Trap Alarm Table

When relay event has been triggered, this page displays the event and status.
Trap alarm table

Index Event
1 Fort 2 Link down
2 Power2{Cin--=0ff)

Status
Success
Success

Item Description
Index The index of the event.
Event The event which has been triggered.
Status The status of the event.

3.9.4 Network Connection Status

Network connection status page provides user to monitor the physical LAN port connection status.
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Network Connection Status

LAN On

3.9.5 AP Client List

AP Client List displays all wireless which associates with DVW series currently. The information includes IP Address,
MAC Address and Device Name.

AP Chant List
I (L ERE S LR | BDIT I AR T Cote-t T L
PRI SRR 30 [ol-ige B8 LR TATTIRDI X

3.9.6 DHCP Client List

When the device starts DHCP-Server in [Network Configuration], this page displays a list of DHCP clients
currently connected to the device. Click the refresh button to refresh the list.
DHCP Chisnt List

select all refrash |
[ 2T P
1 DODTres1:22 1839681128
Item Description
Select All Select all clients on the DHCP Client List.
Refresh Refresh the DHCP Client List

3.9.7 Serial Port Status

Display serial port status Provide port, interface, operation function, baud rate, format, flow control, buffer
size.
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Serial Porl Status
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3.9.8 Serial Port Statistics

Serial Port Statistics page displays the number of serial Tx and Rx packet number and data transmission status for each
serial port.

Sarial Port Statistics

[ TA Byt Coumt W Dyt Comrd (] cth
=2 e) o ] n ﬂ
P o 2 (] (]

3.9.9 Serial Port Error

Serial Port Error page displays the current number of frame, parity, overrun and break errors for each port.

Serial Port Error

Port Frame Error Parity Error Overrun Error Break Error
1 0 a 1} a
2 0 1} 0 1)

3.9.10 Serial Port Log

Serial Port Log page displays the logs of serial port. Users can choose to see contents of one single port or contents of the
sent and received data.

Serial Port Log
LR Lel L
| A Clear
Sl Clisar
BT HaSizlEfl A G d i SR F i F R FERaRdEE e T
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3.10 Maintenance

3.10.1 Session timeout

Users can set session timeout but when the setting time is exceeded, it will auto log off the system and a
message regarding the action is presented to users. We recommend configuring this function for enhanced
system security.
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Session Timeout

Cancel Apply

Session Timeout (minutes) 30 | (0~60)

Description . Default value

Session timeout

Set the time for session timeout.
® Timeout setting range is 0 to 60 min. 30
® Setto 0 and session timeout will never occur.

3.10.2 Password

Users can change the password of DVW-WO01I2-E1 log in page. To successfully configure a new set of
password, users need to type in the old password.

New Password

Cancel Apply

O1d Password | |

New Password | |

Repeat New Password | |

Description | Default value

Old password

The current admin. password \

New password

Set new admin. password \

Repeat new password

Repeat the new password \

3.10.3 System log backup

The function allows documents derived from the logs to be stored in PCs or storage devices.

3.10.4 Roaming log

Roaming log function can record the device as WIFI station that quickly swich from one AP message to
another including SSID in AP’s source and transmission power as well as SSID in destination AP and
transmission power.
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Roaming Log

Refresh
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Description ] Default value
BSSID
MAC in AP’s source destination AP \ N/A
Power
RF power of AP N/A
Threshold
Switch threshold setting by users \ N/A
Connect
Previous AP connection time \ N/A
Handoff
The handoff time for switching to AP roaming N/A
ID
The number of times for roaming \ N/A

3.10.5 Serial log

From selecting a serial, users can determine the assigned log level and serial logs.

Serial Log
Set Log Level Error w
Save A Copy Of Log
Select A Serial RS232 v

The image above shows the system can derive all log level as “Error” from RS232 serial logger. Users can

click Backup button and download the logs in PCs.
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3.10.6 Ping

Ping function can help admin to analyze network status. Type in the IP address to search for connection
status.

Ping

Destination Ping

3.10.7 Ping detection

When users enable Ping detection for AP connection, the AP’s IP address is usually configured so that when
the number of Ping failure reaches the setting number, the system is bound to start WIFI reset.

Detect AP Connection

Cancel Apply

Enable Ping Detection For AP Connection Mo w

3.10.8 Firmware upgrade

DVW-WO01I2-E1 releases new upgraded firmware regularly to enhance product performance and include
more functions. We strongly recommend users to do regular checkup and proceed firmware upgrade for your
DVW-WO01I2-E1 device. Please download the latest firmware document for our website.

Firmware Upgrade

Select The Upgrade File
2=

Cancel Upload

3.10.9 Configuration Import & Export

The “Backup” button allows the documents derived from current configuration messages to store in your PCs
or storage devices.

The “Restore” button can import the assigned document by users into the device.
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Conifg Import & Export

Save a copy of current configurations

Backup

Bestore saved configurations from a file

2E..

Restore

3.10.10 Load factory default

When “Load” is clicked, the DVW-WO01I2-E1 device restores the default values. In addition, the panel
hardware contains RST button for devices to restore default settings.

Load Factory Default

Load Factory Defaunlt

Load

3.10.11 Log off

Users can click Log off to exist the configuration page. When configuration and operating on the
DVW-WO01I2-E1 device is complete, we recommend to log off from your current account for security
consideration. When Log off is clicked, the log-in page appears.
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