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1.1 DIACloud Web Portal

This chapter introduces the operation methods of DIACloud Web Portal. DIACloud is an IoT cloud platform used for
industrial automation monitoring and management. Users can access industrial site conditions at anytime and anywhere
through the DIACloud Web Portal or mobile App, including collecting production data and monitoring machine and

equipment status in real time.

1.2 Function Description
1.2.1 Environment Configuration

It is recommended to use the following browser to log in to the DIACloud web page

Browser Version

Chrome 109 or above

1.2.2 Account Settings

You first need to register a DIACloud account at https://hms.diacloudsolutions.com/ before using the DIACloud platform.

® Login

Enter the correct account and password on the login page and click Login to log in to the DIACloud cloud platform.

[u] @ English

Login to DIACloud Platform

Account

eleqa7@gmail.com

Password Remember Me

.......... &

I've read and accepted (Service Agreement) and {Privacy Policy)

Register now Forgot Password

Notification

P
m Click the icon @ on the upper right corner to switch the display language.
Support Simplified Chinese, English and Traditional Chinese.
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® Register

Click Register Now button on the login page to jump to the registration page. You can choose to register by mobile phone m

or email. Register with Mobile phone is only for China area.

Login to DIACloud Platform

Account

Password Remember Me

ped

I've read and accepted {Service Agreement) and {Privacy Policy}

Register now; | Forgot Password

O/

Fill in the registration information and click Submit .

Register with Mobile Register with Email

* Email:

* Password: &5

* Confirm Password: &
User Name:
Team Name:

* Data Center:

@

I've read and accepted {Service Agreement) and {Privacy Policy}

I Submit E .
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® Forget Password

S

Notification

1. The password should be 8-16 characters long and contain at least two or more of digits, letters
or symbols.

2. If you use email to register, please go to your email to activate the account after submitting the

registration.

Login to the webpage https://hms.diacloudsolutions.com/ and click Forget Password.

Reset password

* Account:

+ Verification Code:

+ New Password:

+ Confirm Password:

® Account Information

1.

2.

Support to view current account data center.

Support to view if there is any device failure under the current account.

Support to view if there are billing messages and system announcements under the current account.
Support to view account name, team name.

Support to edit team name for main account.

Support to logout from the account.

Support to change the platform language (Simplified Chinese, Traditional Chinese and English).
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B Data Center-Europe ,Eﬂ Q &P English A ™

AR

{1 @b English a v

2! Edit organization name
&, Personal Settings

(> Logout

1.2.3 Data Dashboard

The data dashboard mainly displays the devices that the user has selected. Click the device to view device information, ,

Alarm, TAG and traffic usage, remotely access the HMI screen and monitor the device status through the dashboard.

1.2.3.1 Device Overview

The device has completed binding the DAICloud account in eDIACloud and successfully connected to the Internet. This

page shows all current information about the device.

& DIACloud = B DataCenterChina 2 0 @ English R HMI v &
2% Data Dashboard
My Favorites Device Overview HMI Screen Alarm Dashboard Screen (D
© Device Management v
Prj 0735
© Billing Management v Pri_10.04 Billing Details
tunnel_test TAG I Traffic @
& Message Center @ v X
® Left/Unit: 26 Total/Unit = 110 @ Left/GB 1 3598 Total/GB : 35.99
@ System Management v
Serial Number
HMI SN 350753E26W24090035 HMI Gateway SN: LKHO1-YW094-Vjbal1-cgemj-yNAhL
Basic Information I'd
Device Name:  Prj_07.35 Device SN
Device Model: Device Group: ~ G7
Template: Project_Device 07 Multiple Devices: ProjectCase 001
Device Address: Traffics consumed on this month :  438MB
Remarks id35

Dashboard Screen Update

©2025 Delta Electronics, Inc. All Rights Reserved
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Description Default

Billing Details

® TAG: Count the total number of unexpired TAGs on the device and the number of used TAGs

among the unexpired TAGs. 0

® Traffic: Count the total unexpired traffic of the device and the used traffic in the unexpired traffic.

Serial Number

® HMI SN: Display the serial number of the device.

® HMI Gateway SN: Display the gateway serial number of the device.

Notification N/A
1. If the device is bound through the built-in License + HMI, the gateway SN will display
the License SN.

2. If the device is bound through Dongle + HMI, the gateway SN will display Dongle SN.

Basic Information

It shows the information that the device is bound to DIACloud.

# : Modify device binding information. After completing the modification, click v to save the

settings and click % to cancel the changes.
® Device Name: The name of the device bound to DIACloud.
® Device SN: The device serial number that the device is bound to DIACloud.
® Device Model: The model of the device bound to DIACloud. N/A
® Device Group: The group name of the device bound to DIACIloud.
® Template: The template name of the device bound to DIACloud.
® Multiple Devices: The name of the multiple devices bound to DIACloud.

® Device Address: This shows the detailed address of the device.

® Traffics consumed on this month: Displays information about the traffic consumed this month.

Configuration Update

® Configuration creation: Display the first binding time of the device.

® Configuration modification: Display the first modification time of the device.

° Configuration design: Editing device configurations N/A

Notification

To edit device configuration, please download and install DIAWebDesigner first.
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1.2.3.2 HMI Screen

Through the VNC function of HMI, the screen of the HMI machine can be displayed on the web and directly operated.

Device traffic is required when viewing the HMI screen. You can configure the viewing time through the setting screen to

avoid wasting traffic.

Traffic usage reminder

Viewing the HMI screen remotely will consume network traffics, continue?

(6) Max VNC session duration

S

When the max duration of a VNC session is reached. The session will be ()
terminated.
Max duration 30 Minutes

Alarm Dashboard Screen ()

VNC session is active. |

Connecting...

Password window will pop up, enter the VNC password and click confirm.

1-1.2-7
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Device Overview HMI Screen Alarm Dashboard Screen (O

VNC session is active. Regarding network traffic usage, please use it appropriately according to you

Password

Password:

After the connection is successful, the current screen of the device will be displayed on the screen.

Device Overview HMI Screen Alarm Dashboard Screen (©)

VNC session is active. Regardi

45 Back fa} Home DOP-300 Series

@ System Setting

System Language : English
Touch Cursor : OFF
ScreenSaver Time (Min.): 10
Boot Delay Times (Sec.): 0
Default Language (Index) : 0
Boot Display: ON
Network Packet Transmission : Large

Default Gateway : Wi-Fi Connected
5 @ O W
MISC File Manager Display Date/Time | Touch Panel

Note: Before using this function, please make sure that the VNC function is turned on. For related settings, please refer to
DOP manuals. When closed manually (switching to other pages) or automatically closed (viewing duration enabled),

the VNC connection ends.
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Kindly reminder

WNC session stops.

1.2.3.3 Alarm

The Alarms page in the Data Dashboard displays the alarm history associated with the currently bookmarked device. If

the device has a previous alarm history, the alarm history is displayed here and in the Message Center.

& DIACloud = Data Dashboard B DstaCenter-China 38 0 @ English A& HMI v B
2* Data Dashboard
My Favorites Device Overview HMI Screen Alarm Dashboard Screen (D
© Device Management v
= Pr_07.35
iling Management v _10.0: Respond  Recover Search 1)
& Biling M Pr_10.04 Al Respond R Search a
tunnel_test
& Message Center @ v Name Status Alarm Time Response Time Responder Recovery Time Level Type
@ System Management v B [ Atarm | 2025-04-23 11:32:08 . ~ st Serious o
e 2025-08-18 16:22:48 = = off
e [ Atarm | 2025-04-18 16:22:48 = - £ Slight off
e [ Atarm | 2025-04-18 15:23:24 = = £ Lighter Low

Total: 4 - 10/page

©2025 Delta Electronics, Inc. All Rights Reserved

1.2.3.4 Dashboard Screen

Dashboard Screen displays the HMI device configuration screen in the template bound to DIACIloud.
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& DIACloud

2% DataD: d
€ Device Management
© Billing Management

&) Message Center

® system Management

My Favorites

Device Overview

HMI Screen

Dev_DiaviewControlTest

DesignerTest

Dev_DIAWebDesignerDemo

Dev_DiaviewA

Welcome to use DIAWebDesigner

Let's get start!

—

Quality Information Center

A

Energy Management System

@M Data Center-China

Alarm

B O @ Engish

Data Monitor

©2025 Delta Electronics, Inc. All Rights Reserved

A hdd_diaview_public@..

Note: The dashboard screen editing software is DIAWebDesigner. For detailed operations, please refer to the

DIAWebDesigner operation manual.

1.2.4 Device Management

There are four item in the device management: Device List, Device Groups, Single Device and Multiple Devices.

1.2.4.1 Device List

In the device list, you can find the login DIACloud account and the related device information.

<> DIACloud

1

82 Data Dashboard

* Device Management

Device Name Online Status
Device List

® 0735 Q@  Online
Device Groups

Q@  Offine
Single Device
hj Q@  Offline
Multiple Devices
Daisy07_33 %
© Billing Management v
T @  Offiine
&) Message Center v
Prj_10_04 Q@  Offline

@ System Management v

Synchronization

Synchronizing @

Synchronizing @

Synchronizing @

chronizing @

Template

Project_Devic

Not associated

S0MBHE#R2

Not associated

REBEER

Project Devic

Multiple Devi.

ProjectCase.0.

test123

test123

ProjectCase 0.

O DataCenter-China &2 ) @ English

Device Groups Traffics Left @
G7

TG51>TG51.501

Default Group

TG51>TG51.501

Default Group

G7 12.00GB

©2025 Delta Electronics, Inc. All Rights Reserved

& hdd_diaview_public@...

Tunnel Status  Operation

Total: 6 -

3

Dashboard Screen (D

o=
3
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X P07.35

Device Overview

Billing Details

HMI Screen Alarm

Dashboard Screen (D

TAG I Traffic @
@ Left/Unit © 26 Total/Unit : 110 @ Left/GB: 3598

Serial Number

HMISN 350753E26W24090035 HMI Gateway SN: LKHO1-YWo094-Vjbd1-cgxmj-yNARL

Basic Information

Device Name Prj_07.35 Device SN
Device Model: Device Group: G7
Template: Project Device 07 Multiple Devices: ProjectCase_001
Traffics consumed on this month :  4.55MB

Device Address:

Remarks: id:35

Dashboard Screen Update

Created: 2025-04-10 14:45:19 Edited 2025-04-18 14:34:32

Total/GB : 35.99

Description

Default

Device Name

Display the name given to the device by the user.

# - Device is online.
: Device is offline.

*'. Device abnormality with alarm record status
: Add device to My favorites, it will be displayed on the data dashboard.
: Not included in the list of My favorites.

‘: Add device label. If the device does not have a device label, user can define their own
device label which can be used when searching for devices.

Not included
Offline

HMI Online Status

® Online: The device has successfully connected to the Internet.

® Offline The device is not connected to the Internet.

N/A

HMI Synchronization

Displays whether the device TAG, screen, firmware version, and project are synchronized with
the bound DIACloud template.
® Pending synchronization: The device data has not yet been synchronized to the
corresponding DIACloud template.
® Synchronization: The device data has been synchronized to the corresponding DIACloud

template.

N/A

Template

1-1.2-11
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e [II: Delete devices.

Description Default
Shows the bound DIACloud template name. N/A
Multiple Devices
Displays the name of multiple devices to which the device is associated.
Device Groups
Shows the group name bound to the device.
o =-’: Modify device groups.
X N/A
o : Change to the default grouping.
Notification
The device only allows one group to join.
Remaining traffic data
Displays the total remaining unused traffic of the device, with support for clicking to view details
N/A
of the device's traffic consumption.
Tunnel Status
Display the device Tunnel status.
® Offline: The device Tunnel is not enabled. N/A
® Online: The device Tunnel is enabled.
Operation
[ E: View the device data dashboard, including Device Overview, HMI Screen, Alarm and
Dashboard Screen. N/A

1-1.2-12
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Description Default

Notification

After the device is deleted, the data generated by the device cannot be

recovered. Please delete it with caution.

When the monthly traffic consumption reaches 12GB, the DIACloud platform

will remind the user and ask whether to turn it off.

When the current month's traffic has been turned off, the current month's traffic

can be turned back on in the device information.

X

Device Overview

Billing Details

TAG 1
@ Left/unit: 510 Total/unit: 510
Serial Number

HMI SN 3510S3E26W24082911

Basic Information

Device Name: tuc

Device Model:

Template: Not associated

Traffics consumed on this month: ~ 12.04GB  (_J Disabled

Dashboard Screen Update

Created: 2024-12-20 19:49:02

Search

Enter the corresponding device information to quickly find the correct device. N/A

1.2.4.2 Device Groups

Displays the groups created by the user and their grouping devices. The left side is a list of all groups, and the right side is

the group's devices.

1-1.2-13
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< DIACIloud = e OB DataCenter-hina 12 O @ Engiish A HMI v &
82 Data Dashboard
@ Add Group Device Name Device SN Device Model Operation
Device List G7 & Change Group
Device Groups > mest
TG40
single Device
= Biling Management ¥
B Message Center @ v
@ System Management v
Total: 2 -
Description Default
Device Group
Display all device group names of DIACloud accounts.
Right-click on the default group to add the group or set privileges.
‘ (® Add Group
@, Default Group
GT Add Group Default
grouping
» TG51 Set privileges
TGAD
Right-click on the group name to support adding, deleting, and modifying the group or set
privileges. The group level is up to eight levels, that is, each group has up to seven sub-group
levels.

1-1.2-14
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Description Default
(® Add Group
Default Group
G7
S TG51 Rename
TGAD Add Group
Add Sub-Group
Set privileges
Delete
Device Name
Display the name of the device bound to DIACloud. N/A
Device SN
Display the device serial number of the device. N/A
Device Model
Display the product model of the device. N/A
Operation
Move device to group: Modify the group of devices.
Change Group X
Move to any group
Default Group N/A
G7
~ TG51
TG51_501
TG40

1-1.2-15
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1.2.4.3 Single Device

Template list displays all templates created by the user's DIACloud account. Users can use the template function to

upload device-related data, including TAGs, screens, projects, etc., to the corresponding template, and the HMI then

synchronizes the cloud template to complete the configuration or update of related information.

& DIACloud =

82 Data Dashboard

© Device Management &
Template Name
Device List
Project_Device_10_new
Device Groups
Project_Device_10
Single Device
Project_Device_07
Multiple Devices
POSHENG_0213
& Billing Management v

Demo-Dashboard_Light V0.0
B Message Center @ v
Demo-Dashboard V3.1
v
L i s Demo-Dashboard V3.0
Demo-Dashboard

5003TAG

501

HMI Model

DOP-351053€2

DOP-3510S3E2

DOP-350753E2

DOP-350753E2

DOP-350753E2

DOP-350753E2

DOP-350753E2

DOP-350753€2

DOP-351053E2

DOP-350753E2

{' st

Device Number Time Created

0

1

2025-04-15 15:03:25

2025-04-14 11:24:51

2025-04-10 14:45:19

2025-02-13 13:46:10

2024-08-16 11:53:29

2024-08-06 16:04:03

2024-08-06 15:18:38

2024-07-31 18:27:22

2024-07-31 15:31:25

2024-07-03 16:39:12

©2025 Delta Electronics, Inc. Al Rights Reserved

@A Data Center-China

Customer Name

Total: 41

2 o @ English & HMI v

=

+ Add Template + Clone Template

Operation
= 2 o
= 2 o
=] z L
= z [}
=] z o
= z [}
=] 2 1 4
= 2 o
= 3 [}
=] z o

-2345>Go(o

Description Default

Template Name
Displays the name of this template. N/A
HMI Model
Displays the device model which this template applies.

| Notification N/A

I When a device is added to a template, the device model must be

consistent with the model before it can be added.

Device Number
Displays the number of devices bound to this template. Click the quantity to jump to the device list 0
and automatically filter out the template.
Time Created
Displays the time that the template is created N/A
Customer Name
Display the customer’s name set by this template N/A

1-1.2-16
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* Conditions: Please select alarm type first

Description Default
Operations
[ ) E Dashboard Screen Design: Display the dasgboard screen of the template.
» Basic: Display basic configuration information.
» TAG: Display the TAG uploaded by DIAScreen for this template.
» Alarm: Set up alarm rules with a limit of 300 alarm rules.
4+ New: Create alarm rule.
New Alarm X
* Name:
Group: n
* Level:
* Type:
N/A

* Content:
* Status: ()
Alarm Description
Name Create an alarm name.

® Before setting the alarm group, users need to create group name.

Group Please click this button a to set.

. SF
e Click . to create the group name of alarm, so users can put the
similar alarms into the same group.

1-1.2-17
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Description Default
Manage Alarm Groups X
No. Group Name Operation
1 AB rd o
2 88 4 O
3 A 4 T

® After adding the alarm rule, users can click 4 to rename the

group name or click o icon to delete.
@ Supports keyword searching for group names.

Level

Alarm levels are categorized into the following five levels, which can

be selected by the user according to the alarm phenomenon.

Slight
Lighter
General
Heavier

Serious

Type

There are three types of alarms, each with separate conditions.
® Limit Value Alarm
B Higher, High, Low, Lower
® Deviation Alarm
B Significant deviation
B Minor deviation
® ON/OFF Alarm
H On

| Off

Conditions

The contents of the alarm conditions vary according to the selected
model.
® The condition for selecting a limit value alarm is when the Tag

value is greater or less than the alarm value.

1-1.2-18
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Description Default

* Type: | High ‘

* Conditions: = When Select TAG \ ‘

Please select Conditions
® The condition for selecting the deviation alarm is when the

deviation value of the Tag value deviates from the target value.

*# Type:  Significant deviation

* Conditions: = When Select TAG [ 1 [ ]

Please select Conditions

® The condition for selecting an on/off alarm is when the Tag value is

equal to On or Off.

*Type: | On

* Conditions: = When Select TAG

Please select Conditions

Content Enter the description you want to present when the alarm appears.

Stat This alarm rule applies when it is turned on; it does not apply when it
atus
is turned off.

<+ Import: After exporting, you can modify the rules and import them again.
=+ Export: Export the alarm rules set by the current platform to an Excel sheet (.xIsx).

X DIAWebDesignerDemo

Name Group Level Type Conditions Content

Voltage02 voltage 1 Siight Low TP3a6<(E0) Voltage i low

Temperature02 temp. i Lighter Lower TP338<(100) Temperature is low

st
«©

Voltage0t voltage Higher TP3a75(70) Voltage is high «© s u
«©
«©

Temperatue01 emp i Heavie High TP329>(100) Temperature is high

wore [
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Description

Default

» Dashboard screen: Please use DIAWebDesigner software to edit.
® View screen: Present the dashboard screen as a new window.

® Editing screen: Open DIAWebDesigner to edit the dashboard screen of this template.

° ¢ Set privileges: Assign all devices under the group to the user. If the user account is

entered correctly, the Assign Success message is displayed. If the user account is entered

incorrectly, a corresponding error message is displayed.

Set privileges X

* User Account:

Set privileges X

* User Account: | 123 ]

The Mobile/Email address inputed is incorrect.

) User Not Found

Set privileges X

* User Account:  ele@gmail.com

Cancel n

1-1
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Description Default

o [II: Delete template

Notification
1. Please refer to the lloT operation manual for DIAScreen.

I 2. For DIAWebDesigner, please refer to the DIAWebDesigner operation

manual.

3. It also supports adding new templates by using DIAScreen.

+ Add Template

Add a new template to the DIACloud account.
® Template name: Enter the template name.
® HMI model: Select the device model for which this template is applicable.

® Customer name: Enter the customer’s name for this template.

N/A
® Note: Enter the content to be remarked
Notification
I When a device is added to a template, the device model must be
consistent with the model before it can be added.
+ Clone Template
Select a template from the existing template list and copy all the data of the template.
® Clone template: Select a template from a list of existing templates.
® Template name: The name of this template in DIACloud.
N/A
® HMI model: Not editable, same model as the selected clone template.
® Customer name: The customer’s name corresponding to this template.
® Note: Enter the content to be remarked
Search
Enter the module name or HMI model to quickly find the corresponding module. N/A

1.2.4.4 Multiple Devices

Users can create new Multiple devices via the New button. Multiple devices can be associated to the same project and

then referenced by TAG through DIAWebDeisger.

1-1.2-21
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& DIACIoud

82 Data Dashboard

© Device Management
Device List
Device Groups
Single Device
Multiple Devices
 Billing Management
B Message Center @

@ System Management

Device Management / Multiple Devices

Name

aa

hhhh

123456

test123

ProjectCase_001

WeChat

Device Number

0

0

0

Search

Created

2025-04-15 18:24:19

2025-04-15 18:16:37

2025-04-15 18:11:26

2025-04-11 133457

2025-03-26 09:13:57

©2025 Delta Electronics, Inc. All Rights Reserved

Customer Name

@ Data Center-China

0

=

O @ English A HMI v &

Operation
B 2 o
B 2 O
B 2 o
B 2 o
B 2 w©
Total: 5 - 10/ page

Description

Default

Name

* Mame:

Display the name of multiple devices.

Click New to create multiple devices name.

New

Customer Name:

Remarks:

Cancel Add device

device and then click Add Device to jump to the screen of the associated device.

After creating a name, you can click OK to add the device later; or you can add a new

N/A

1-1.2-22
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Description Default

X ProjectCase_001

= B

Device Name Online Status HMI Model Operation
Prj_10_.04 Offline DOP-3510S3E2 e (]

Project1_07.35 Online DOP-350753E2 =] -]

Clicking Associate Device will display all the devices under this account that have been associated
with the template, allowing the user to select the device to be associated.
Note: Devices that have already been associated with a project cannot be associated with

another project.

Device Number

Displays the number of devices in the Multiple devices. Tap the quantity to jump to the device

information associated with the multiple devices item.

Created

Display the created time. N/A

Customer Name

Display the customer’s name. N/A

Operation

° =] Dashboard Screen Design : Display the dashboard screen °

» Basic: Display basic and dashboard screen information.
» Device: Display the device information of multiple devices.
= Click Associated device, displays all devices under this account that have an association

template, allowing the user to select a device to associate.
= Click View TAG to view the tags upload from DIAScreen. N/A
= Click Remove to remove the associated device.

» Dashboard Screen: View the dashboard screen of multiple devices from Web and App side.

Web App
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Description

Default

° e Set privileges: Assign all devices under the group to the user. If the user account is

entered correctly, the Assign Success message is displayed. If the user account is

entered incorrectly, a corresponding error message is displayed.

Set privileges X

* User Account:

Set privileges X

* User Account: | 123 ]

The Mobile/Email address inputed is incorrect.

€ User Not Found

Set privileges X

* User Account:  ele@gmail.com

o I : Delete
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Description Default

Notification
1. Please refer to the lloT operation manual for DIAScreen.

;'_;__I'«'\.. 2. For DIAWebDesigner, please refer to the DIAWebDesigner operation

manual.

3. It also supports adding new templates by using DIAScreen.

Search

Enter the module name or HMI model to quickly find the corresponding module. N/A

1.2.5 Billing Management
1.2.51 My Account

You can find the billing overview in My Account.

& DIACIoud = Billing Management / My Account @ Engish A EeQAT@gmailcom v &

82 Data Dashboard

S Device Management v
Free of Charge TAG Allocate TAGS ®  ViewDetait>>
@ Left/Unit: 0 Total/Unit : 20
® Billing Manage ~
Period of validity : Template
My Account 2024-08-08~2025-08-08
@ Left/Unit: 0 Total/Unit : 1
Billing Records
& Personal Settings
Cloud Application TAG Allocate TAGS ®  ViewDetait»>
@ Left/Unit : 1250 Total/Unit : 1500
Top up now = Template Billing Card Usage
@ Left/Unit : 313 Total/Unit : 350

Remote Access Allocate Billing Card  [I©)

Traffic Card IEEE——
Total/Unit : §

@ Left/Unit: 1
Top up now = Billing Card Usage

Description Default

Free of charge

After the account is successfully registered, the DIACloud platform will provide 20 TAGs and 1
template free of charge (valid for 1 year). The validity period starts from the day the account is TAG: 20
successfully registered. Template: 1

® TAG: The total number of unexpired Tags and the unexpired Tags used.
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® Recharge immediately: Enter the correct card number and password of the billing card to

Description Default
Notification
TAG needs to be used with the device, and once assigned to the device, it is
I bound to the device and cannot be changed.

: For example, user A assigns 30 tags to device A. When user A unbinds device A
and binds device A to user B, the unexpired tags among the 30 tags will follow
device A to user B for continued use.

® Template: The total number of unexpired TAGs and the number of unexpired TAGs used.
Free °f Cha e TAC Allocate TAGs View Detail>>
P ® Left/Unit: 0 Total/Unit : 20 _ N
2one 08 08-200%-06-08 Mttplae
® TAG allocation: Allocate unexpired TAG levels. The free of charge TAG provided by the
platform only supports Basic level selection.
TAGs available 10 Unit
© Level not assigned
10 5
® View all: View TAG allocation records.
X View Detail (Billing Management/My Account/Free of Charge)
[ )
Cloud Application Billing Card
When the free of charge TAGs and templates provided by the platform are insufficient or expired,
users can recharge by purchasing a Cloud Application billing card and activate it immediately. 0
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Description

Default

perform recharge service. After recharging, please use it within the validity period.

Cloud Application TAG [6) View Detail>>

® Left/Unit © 820 Total/Unit : 1000

Top up now = Template Billing Card Usage

® Left/Unit : 241 Total/Unit : 250

Cloud Application Activate X

© Kindly reminder : The period of validity is one year after the Billing Card is activated »
Please use the service package within the period of validity.

W e
AU T A MR- RAN

3. AR o = T,
@ Input the last eight digits of e e s
A Do e by 2 i g, il B4 AL
the card number Uittt

Card bt OO0
Prodect BCA- Wil

[ Card Number: TCAQ1000-2300000KK
Turn the card over

* Card Number: TCAQO500

* Card Password:

Next
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Description

Default

Cloud Application Activate

Cloud Application

Billing packages 500 TAG
Data storage 1 Year

Period of validity 1 Year

Data Collection Interval 1~5 Minutes
Template amount 100 Unit

@ Kindly reminder : The period of validity is one year after the Billing Card is activated »
Please use the service package within the period of validity.

500 TAG
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Description Default

Cloud Application Activate X

Your Billing Card is successfully activated.

Validity of Billing Card :
2024/12/23 ~2025/12/23

Please use the service package within the period of validity.

Notification

,;'_f.l-'?‘-, After the activation of the card, the card package will be effective

immediately, please use the card package within the validity period.

® TAG: The total number of unexpired TAGs and the number of unexpired TAGs used.
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Description

Default

Notification

TAG needs to be used with the device, and once assigned to the device, it is

bound to the device and cannot be changed.

For example, user A assigns 30 tags to device A. When user A unbinds device A
and binds device A to user B, the unexpired tags among the 30 tags will follow
device A to user B for continued use.

How to use device TAG after TAG is assigned to device:

DIAScreen uploads TAGs for the template, when the number of device TAGs is =
the number of TAGs of the device's bound template, all TAGs of the template will
be effective for the device (effective TAGs, support functions such as
collecting/downloading data); when the number of device TAGs is < the number of
TAGs of the device's bound template, some of the template TAGs will not be
effective for the device, for example, if the template TAGs are 12, and the device
that joins the template only has 10 TAGs, then the 2 earliest TAGs uploaded from
the template will not be effective for that device. For example, there are 12
template TAGs, and the device that joins the template has only 10 TAGs, then the

earliest 2 TAGs uploaded by the template cannot take effect for the device.

Dashboard Screen (1)

I TAG information

@ Kindly reminder

To make sure TAGs of the template are usable » please guarantee
the number of TAGs allocated to the device is equal or bigger than
the number of the device's TAGs.

3UB-h Usable TAGs of the device Mumber of Template's TAG

® Template: The total number of unexpired TAGs and the number of unexpired TAGs used.
® Allocate TAGs: Divided into three levels, Basic, Normal, Advanced. Equipment level from low
to high: Basic>Normal>Advanced, only upgrades are supported. If the device level is already
Normal, only the Advanced level can be selected this time, and the collection frequency of the

selected Normal level TAG will also be upgraded to the Advanced level.
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Description Default

TAGs available 820 Unit

© Level not assigned

Basic

TAGS: 10, Collection Interval:5 mins

Maormal

TAGS: 30, Collection Interval:2 mins
Advanced
TAGS: 50-~200, Collection Interval:1 mins

50

» Assign device: Click the device name to view device information.

® View details: Check allocation records.

» Assign billing card: Click on the billing card name to view billing card information.

» Current device TAG: View all TAG allocation records of the device.

X View Detail (Billing Account/Cloud

‘ Search

Allocated on Allocate Devices Allocated TAG Amount Validation of TAGs Allocated Billing Card

TAG of Device(Used/Total)

2021118 Tunnel07-40 ) 20240924 - 2025.08.24 © Clovd Appicaton 1000TAG 0140

2024-09-25 Demo-Dashboard 150 2024-09-24 ~ 2025-09-24 © Cloud Application 1000TAG 133/150

® Billing Card Usage

Show all activated billing cards for this account. (active/deactivated cards will be shown here)
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® Remote Access Billing Card - Billing Card top-up:

Description Default
% Billing Card Usage (Billing Management/My Account/Cloud Application)
Billing Card Name Status Activated Date Valid Through TAGs Left
° Cloud Application 1000TAG Active 2024-09-24 2024-09-24 ~ 2025-09-24 820
Click TAG Left to view the TAG assignment records for this billing card:
TAGs Left x
Allocate Devices Allocated TAG Amount Allocated on Operation Account
Tunnel 07-40 30 2024-11-14 elega7@gmail.com
Demo-Dashboard 150 2024-09-25 elega7@gmail.com
Total: 2 - 10/ page
Remote Access Billing Card
Licenses and Dongles come with 12G of free traffic. When the free traffic is not enough or
expires, users can purchase a Remote Access billing card and activate it. 0
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Description

Default

Remote Access Activate

© Kindly reminder : The period of validity is one year after the Billing Card is activated »
Please use the service package within the period of validity.

Y

e Scratch off the layer and enter the card code = Xey/&m: _

& o

e "
y!ﬁ!l : _ i s "'”‘";,""”"““"“"
Bl b Wt CEAS Ml [0 ] i Bvata e D G 6 P
i Ve e

. .. LS :\... g . 4.
Input the last eight digits of ko T LI
& Orce the bifieg card s cpened, & wil mo b et
the card number BRARERTAS
o et By ot Bt A5

[ Card Number: TRADODBO-XXHHHHNH
Turn the card over

* Card Number: TRAQOQ36

* Card Password:

Remote Access Activate

@ Kindly reminder : The period of validity is one year after the Billing Card is activated »
Please use the service package within the period of validity.

Remote Access

Billing packages 36G

Period of validity 1 Year
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Description

Default

Remote Access Activate

Your Billing Card is successfully activated.

Validity of Billing Card :
2024/11/08 ~2025/11/08

The services associated with the card can be used after being allocated

to devices, please use the services within the valid period.

Allocate Device

Don't allocate temporarily
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Description Default

Allocate Device X

@ Kindly reminder : Not changeable after allocated to devices » please conduct allocation with caution.

Device Name Search

Device Name Traffics left

hj 12.00 GB

T 12.00 GB

tunnel test 12.00 GB
@ Daisy07.33 72.00 GB

Total: 4 - 10/ page

@ Allocate services to Daisy07_33?

o Mot changeable after allocated to devicesplease conduct

allocation with caution.

® The traffics that expires first will be used first.

- 9
= - ]
|

As shown in the picture above

1 » Remote Access billing card activation process: Click “Top up Now” button, enter the correct
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Description

Default

card number and card secret of the billing card -> Click “Next” button to confirm the content of the
billing card -> Click “Activate Now” button, the billing card will be activated successfully.
2 ~ Allocate Device: The billing card activated successfully can be allocate to devices

immediately. Once Remote Access is bound to a device, it does not support to unbind it and bind

it to other devices.

Notification

{'.:.l."\ After the activation of the card, the card package will be effective

immediately, please use the card package within the validity period.

® Remote access billing card — Allocate Billing card:

Remote Access Allocate Billing Card
Traffic Card I
® Left/Unit: 1 Total/Unit : 5
> gilling card allocation _(Billing Management/My Account/Remote Access) |
Search J
Actvated Date Blling Card Name Card Number Valid Through Operation
20241108 © Remote Access 366 TRA0003611040003 2024-11-08 ~ 2025-11-08
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Description Default

Allocate Device X

© Kindly reminder : Not changeable after allocated to devices » please conduct allocation with caution.

Device Name Traffics left
hj 12.00 GB
T 12.00 GB
tunnel test 12.00 GB

Daisy07_33 72.00 GB

Total: 4 - 10/ page
Cancel Confirm allocation

® Billing Card Usage

As shown in the figure, all activated Remote Access billing cards for this account are displayed

(active/deactivated cards will be shown here):

Traffic Card

® Left/Unit 1 Total/Unit I 5

X Usuage of billing card  (Billing Management/My Account/Remote Access)

Toat carde Aot it Outdated cards
5 & 0
|
Tt et of  Trafes et of
Siling Card Name LR St Acthated Dats Vi Theough Acnnton | Dokt
e o
© Remote Acees 366 fv— hetve | (Notslogsted| 20241108 2024.11.08 - 2005-11.08 . El 360068

LY — f—— moenos  amenosamsios  mers Ml i o

© Remote Acces 4 TRAooneo1 1040001 pe 041105 20041105 - 20051108 s02attos Doz wmes [0

LY — f— s wnosamsies menes CCSTRSSRSISOSOT gy gy

Daisy-10_21(The device has been
unbind from this account)

© Femote Access 366 TRA003611040001 B 0001105 20261105 - 20251105 2021105 360068 oooms

Click Traffics left of the device to to view the device's traffic history.
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Description

Default

Daisy07_33-Valid period of Traffics

@ Kindly reminder : The traffics that expires first will be used first.

Traffics of the

The status of

Allocated on Billing Card Valid period of Traffics o Traffics used Traffics left )
billing card traffics left
2024-11-05 o Remote Access 64G 2024-11-05 ~ 2025-11-05 60.00 GB 0.00 MB 60.00 GB Active
2024-09-10 @ Free of Charge- AR 2024-09-10 ~ 2025-09-10 12.00 GB 0.00 MB 12.00 GB Active
Total: 2 - 10/ page
1.2.5.2 Billing Records
You can find billing records and other card information in the Billing Records tab.
& DIACloud = silling nt / Billing Records @ English A EleQA7@gmail.com v
82 Data Dashboard
€ Device Management ¥
Billing Card Name Card Number Status Activated Date Valid Through Operation Account
® Biling Management &
o Remote Access 36G TRA0003611040003 Active 2024-11-08 2024-11-08 ~ 2025-11-08 eleqa7@gmail.com
My Account
o Remote Access 60G TRA0006011040002 Active 2024-11-06 2024-11-06 ~ 2025-11-06 eleqa7@gmail.com
o Remote Access 60G TRA0006011040001 Active 2024-11-05 2024-11-05 ~ 2025-11-05 eleqa7@gmail.com
& Personal Settings
o Remote Access 36G TRA0003611040002 Active 2024-11-05 2024-11-05 ~ 2025-11-05 elega7@gmail.com
o Remote Access 36G TRA0003611040001 Active 2024-11-05 2024-11-05 ~ 2025-11-05 eleqa7@gmail.com
o Cloud Application 1000TAG TCA0100024352602 Active 2024-09-13 2024-09-13 ~ 2025-09-13 eleqa7@gmail.com
o Cloud Application 500TAG TCA0050024352606 Active 2024-09-13 2024-09-13 ~ 2025-09-13 eleqa7@gmail.com

1.2.6 Message Center
1.2.6.1 Alarm Records

Alarm records displays all the alarm messages of the current device, users can batch/full acknowledge and

recovery alarms from this page. Users can also query alarm time, device name/alarm name, and level. Alarm

records can also be exported in .xIsx file format.
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> DIACloud = W DstCenterchina 2 O @ Engish A M v B
82 Data Dashboard
Al PN Respond  Recover ® 2 Export
© Device Management v
Device Name Name Status Alarm Time Response Time Responder Recovery Time Level Type
 Biling Management v
Prj.07_35 . s [ Avarm | 2025-04-23 11:32:08 o = ¥ Serious d
B Message Center @
Prj_07.35 B [ Atarm | 2025-04-18 16:22:48 - = 7}
Alarm Records @
Prj.07.35 L [ Atarm | 2025-04-18 16:22:48 = 2 H Slight @
Billing Message
Prj_07_35 B [ Alarm | 2025-04-18 15:23:24 . - 1 Lighter Le

Notice

@ System Management v

Total: 4 - 10/ page

©2025 Delta Electronics, Inc. All Rights Reserved

1.2.6.2 Billing Message
1.2.6.2.1 Message pop-up windows

Users log in to the DIACloud platform and are populated with device alarm that occurred today, push billing messages,

and system notifications that were pushed today.

Today's news (Total: 1)

Alarm® Billing Notifications

Device Name Name Status Alarm Time Level Type

Pr_07.35 o [ Alarm | 2025-04-23 11:32:08 i Serious on

View all and handle alarms >

[All Read]: Mark all unread messages today as read.
[View All]: Jump to the list of billing messages to view all information.

Click the icon “ to read a single message.

Alarm tab:
Today's alarms are displayed. Users can also click View All and Handle Alarms at the bottom of the page, and the page

will jump to the alarm records after you click on it.
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& DIACloud = Message Center / Alarm Records

82 Data Dashboard

© Device Management v

Device Name
© Billing Management v
Prj_07.35
B Message Center @~
Prj 0735
Alarm Records @
Prj_07.35
Billing Message
Prj_07.35

Notice

@ System Management v

1.2.6.2.2 Alarm

al Respond  Recover

Name Status

i
BOBE

Notifications

Alarm Time

2025-04-23 11:32:08

2025-04-18 16:22:48

2025-04-18 16:22:48

2025-04-18 15:23:24

W DataCenter-China 32 0 @ English A HMI v B
>
Response Time Responder Recovery Time Level Type
i Serious E
c
1 Sight ¢
A Lighter Le

Total: 4 - 10/ page

©2025 Delta Electronics, Inc. All Rights Reserved

Mouse over the alarm notification icon in the upper-right corner #%  to show all outstanding alarms.

L]
Alarm

@ rjorss

B e e g

- P L

2025-04-23 11:32:08

) erj0735

LR e =
LIRS S e
2025-04-18 16:22:48

€ erjo73s

B

View all and handle alarms =

£ Serious

General
General

@ Slight

o (D

or  CID

O
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1.2.6.2.3 Notification

B
Mouse over the notification icon = in the upper right corner to display all unread messages.

[Read All]: Marks all unread billing messages under this account as read.

[View Alll: Jump to the list of billing messages to view all the information.

Tap the message type icon “ toread a single message.

¢ DIACIoud = Data Dashboard (B @ english R 450967823@qqcom v F
2* Data Dashboard
My favorites e e Billing Q Markallasread | (@)
< Device Management ¥
d T
i 2 Expiration Notification of TAGs 2024-12-18
o~ Ahin etalls
3 Billing Management v ii 9 For device: tt, 200 TAGs will expire on 2024-12-25. There are
7 days left. To ensure your normal use, please top up on
TAG I q
B Message Center - DIACloud web portal.
] 650 650

=° Expiration Notification of TAGs & 2024-12-18
For device: tt, 190 TAGs will expire on 2025-01-18. There are
Serial Number 1 month left. To ensure your normal use, please top up on
DIACIoud web portal.

& Personal Settings

HMISN: 351033E26W24082907 .
2024-12-

€ Expirati ification of Cloud Application ©

18

Cloud Application 500TAG Card TCAQ0500CHENS940 will

Basic Information expire on 2024-12-25. There are 7 days left. To ensure your 4

normal use, please top up on DIACIoud web portal

Device Name: g8
Read All >

Device Model: Levice GroupE LU BIoUp
Template: Not associated Device Address:

Traffics ransimad an this manth® 12 0NGR Frahlad Remarks:

©2024 Delta Electronics, Inc. All Rights Reserved

1.2.6.2.4 Message List

Add menu [Message Center - Billing Messages] to show all unread messages.

Users can enter the billing message interface, view all unread messages by default, and switch to [All] to view all billing
messages of this account.

Users can filter messages by message type (multiple choices), device name, card number, and time.
Read All]: Marks all unread billing messages under this account as read.

The message list can be categorized into the following message types:

1. Remote Access expiration reminder

(1) When Remote Access expires, a reminder will be sent to the recharged account.

(2) Reminder rules: Send one reminder each one month / 7 days / 1 day / the same day in advance.

2. Cloud Application card expiration reminder

(1) When Cloud Application expires, send a reminder to the recharge account.

(2) Reminder rule: Send a reminder once a month / 7 days / 1 day / the same day.

3. Equipment TAG expiration reminder

(1) When the device TAG expires, a reminder will be sent to the currently bound account of the device.
(2) Reminder rule: Send a reminder once a month / 7 days / 1 day / the same day.

4. Reminders for insufficient device traffic
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(1) Reminder will be sent to the current bonded account of the device when the device traffic is insufficient.
(2) Reminder rule: Reminder will be sent once when there is 100M / 50M / OM left.

5. Account Tag Insufficiency Reminder

(1) When the account tag is insufficient, send an expiration reminder to the rechargeable account.

(2) Reminder rule: send a reminder once for each of the remaining 100, 50, and 0 quantites.

& DIACIoud = eatage Cartiat/ Cikng Nezrans (P @ eEngish A 450967823@qg.com v

All 225 m ‘ Search ‘ € Mark all as read

82 Data Dashboard

£ Device Management
g 5:"’3';‘“"" Notficationof For device: tt, 200 TAGs will expire on 2024-12-25. There are 7 days left. To ensure your normal use, please top up on DIACloud web portal. 2024-12-18 Q
Device List
Template List a» Expiration Notification of For device: tt, 190 TAGs will expire on 2025-01-18. There are 1 month left. To ensure your normal use, please top up on DIACloud web portal 2024-12-18 <
Device Graups (] g’l‘;‘.‘::z';n"cm;‘a"“" of Cloud Application 500TAG Card TCAOOS00CHEN9940 will expire on 2024-12-25. There are 7 days left. To ensure your normal use, please top up on DIACIoud web portal. 2024-12-18 &
@ Biling Management v o Expiration Not - ——
€ i Cloud Application 500TAG Card TGAO0500CHENS941 will expire on 2025-01-18. There are 1 month left. To ensure your normal use, please top up on DIACIoud web portal 2024-12-18 @
§ Message Center Expiration Notification of
~ T:'é';’ tonNoKicationl For device: tt, 200 TAGs has expired on 2024-12-18. To ensure your normal use, please top up on DIACloud web portal. 2024-12-18 <
Billing Message €D - .
s 5:"’3';’“"" Notification of For device: tt, 200 TAGs will expire on 2024-12-19. There are 1 day left. To ensure your normal use, please top up on DIACloud web portal 2024-12-18 Q
& Personal Settings
(<7 if:::::’;h':; m‘:‘a“"" of Cloud Application 500TAG Card TCAOOS00CHEN9938 has expired on 2024-12-18. To ensure your normal use, please top up on DIACloud web portal. 2024-12-18 <
(<] g’l‘:l'.z’:::ﬁ't’;"i';‘;‘f""" of Cloud Application 500TAG Card TCAOO500CHEN9939 will expire on 2024-12-19. There are 1 day left. To ensure your normal use, please top up on DIACloud web portal. 2024-12-18 <
@ "t Notincationor Remote Access 36G Card TRAOOO36CHENS952 will expire on 2024-12-25. There are 7 days left. If you still need to use it, please top up on DIACloud web portal. 2024-12-18 Q
Remote Access Card
(@ Expiration Notification of Remote Access 36G Card TRAOD036CHEN9S60 will expire on 2024-12-25. There are 7 days left. If you still need to use it, please top up on DIACIoud web portal. (Device G
Remote Access Card name: $4#CN1218)
Total: 26 - 2 3 > 10/page Goto

®2024 Delta Electronics, Inc. Al Rights Reserved

1.2.6.2.5 Notice

® Support all read system announcement.
® Notification of accepting someone's invitation to join the team.

® View notification of your own removal from the team.

&

1-1.2-42



Chapter 1 DIACIoud Platform

&> DIACloud s Canter (Tiotic o DataCenter-china L (® @ engiish R Wy 3

82 Data Dashboard m
AllS m © Mark all as read —-

< Device Management v
& Bilig i @ invitation Notification invites you to join organization , please confirm if you accept the invitation. 2025-04-17 Q
iling Management v

B Message Center @  ~

Alarm Records
Billing Message

Notice @

@ System Management v

Total: 1 - 10/ page

1.2.7 System Management
Configure the user's personal settings, user management, role management, and security zones.

1.2.7.1 Personal Settings

User can change the user name, team name, and reset password.

Account Settings  Main Account Password Settings
Account: Account:
User Name: = HMI # Old Password &
* Data Center: * New Password: &
Mobile: * Confirm Password: &

eiving channel information, not

Team Name:

Description Default
Account
Display DIACloud login account Login account
User Name
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Description Default
Set the username N/A
Data Center
The data center that the account is connected to. China
Mobile
The mobile phone number used while registering this account is currently +86
limited to the international area code +86
Team Name
Team name entered during account registration. N/A
Description Default
Account
Display DIACloud login account Login account
Old Password
Enter the password for last login N/A
New Password
Enter new password N/A
Confirm password
Enter the same password as your new password N/A

1.2.7.2 User Management

The main account can invite sub-accounts, assign sub-account privileges and data privileges, or move
sub-accounts out of the team

When inviting users, please make sure that both of the following actions have been completed.

v" The user you want to invite is in the same team name and the same data center

v" The role name has been created for the main account.
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Invitation Notification

eleqa7@gmail.com invites you to join organization HMI-Test_Team

 If there are existing devices, templates, top-up points in your account, it's suggested to join the
organization with a new account.

o |f there are history data in the account, the data should be cleared manually (unbind devices,
remove templates) before join a new organization. The data removed is not recoverable.

# The top-up cards and top-up records won't be cleared. but the existing top-up cards won't be

migrated to the new organization and there is no visible recharge record and no recharge records
can be seen.

» If the data is cleared. the TAGs and traffic quota already allocated will remain valid.

& After join the organization, the privilege of the account will be set by the main account.

» If needed, the invitation need to be re-initiated after it's declined.

Decline the invitation Accept and login again

Invitation Notice

i Repl <6R\AH‘ F .jH|
@ DIACloud@diacloudsolutions.com |‘_J EF‘)’| 2 Reply —> Forwan

To

Wed 4/16/2025 11:11 AM

External
(i) This sender DIACloud@diadaudsolutions.com is from outside your organization.

() It there are problems with how this message is displayed, dick here to view it in a web browser,

® ©

B AAl
elega7@gmail.com #iE A FF, HMI-Test_Team

EEWES CEFERSE 8 B REEE - RUUSEREFIRSILARE.
WS TOREEE - RTchEEEGE (BERE - BIRER) SHTIARE. - BEEIETTRE
WU EREESFAS#ER - B RE AT AT BN KS THEF A EL S
BERIEY S FEWEAREENTAGRINE
E S B

EEFEE  AFSI FE. - FEEEE A S
Invitation Notification

eleqa7@gmail.com invites you to join organization HMI-Test_ Team

If there are existing devices, templates, top-up points in your account, it's suggested to join the organization with a new account
If there are history data in the account, the data should be cleared manually (unbind devices, remove templates) before join a new organization. The data removed is not recoverable.

The top-up cards and top-up records won't be cleared, but the existing top-up cards won't be migrated to the new organization and there is no visible recharge record.
If the data iz cleared, the TAGs and traffic quota already allocated will remain valid.

After join the organization, the privilege of the account will be set by the main account.

If needed, the invitation need to be re-initiated after it's declined.

When inviting users, the account can be either a mailbox or a cell phone number. The system will
automatically determine if the user has been added to the same team. If the user is in the same team, when

clicking on the character name, the character name created by the main account will be displayed.
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Invite Users

It's only allowed to invite the users under the same data center

* Data Center: gl

* Mccount: Email Mobile

* Role Name: | |

SysAdmin
Device Groups:

M_Maker
Template: IE
Security

Multiple Devices:
Production

Manage the assignment of roles and data privileges to invited users.

Description

Default

No.

Serial number.

Account

Display main account as default.

When a user is invited, the invited user's account will also be displayed.

Login account

Username

Set the username of the account. N/A
The time the invitation was accepted

Shows how long it takes for a user to click Accept after being invited. N/A

Role Name

k|

account. If the invited user has other roles, you can click

the role details.

There is a pre-existing system administrator role that belongs to the main

Enter to view

Administrator
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Description Default
Role name X
Role name Created Description Operation
SysAdmin 2025-04-24 09:44:07 Manage the stability of factory loT system.

Device Groups

Default is all.

If the invited users have other device groups, they can click = to view the

details of the device groups.

All

Device Groups X
Default Group Device Name Device SN Device Model
TG40 hj
G7
.
> TG51
Template

Default is all.

]

L

Invited users who have other templates can click ~ to view the template

details. Users can also unauthorize the operation of the template under this
template details page. Or enter the template name and select the HMI model

to query the corresponding template information.

Template
{ Search

Template Name HMI Model Device Number Created Customer Name Operation

Project_Device_10_new DOP-3510S3E2 ] 2025-04-15 15:03:25 - Remove privileges
Project_Device_10 DOP-3510S3E2 0 2025-04-14 11:24:51 = Remove privileges
Project_Device 07 DOP-3507S3E2 0 2025-04-10 14:45:19 - Remove privileges
POSHENG_0213 DOP-350753E2 0 2025-02-13 13:46:10 = Remove privileges
Demo-Dashboard_Light V0.0 DOP-350753E2 0 2024-08-16 11:53:29 s Remove privileges
Demo-Dashboard_V3.1 DOP-3507S3E2 0 2024-08-06 16:04:03 - Remove privileges
Demo-Dashboard_V3.0 DOP-3507S3E2 0 2024-08-06 15:18:38 - Remove privileges
Demo-Dashboard DOP-3507S3E2 0 2024-07-3118:27:22 w Remove privileges
S003TAG DOP-3510S3E2 0 2024-07-31 15:31:25 e Remove privileges
501 DOP-350753E2 0 2024-07-03 16:3%:12 = Remove privileges

All

Multiple Devices

Default is all.

All
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* Role Name: ‘

M_Maker

IE

PO
Security ’

) u Data privileges

» Added user data privileges for device grouping, templates, and

Description Default
If the invited user has other multiple devices, users can click “ to view the
details of the items. Users can also unauthorize the operation of the multiple
devices under this multiple devices’ details page. Or also can enter the name
of multiple devices item to query the information of the corresponding
multiple devices item.
Multiple Devices X

Name Device Number Created Customer Name Operation

tina 0 2025-04-23 16:55:04 = Remove privileges

aa 0 2025-04-15 18:24:19 1 Remave privileges

hhhh 0 2025-04-15 18:16:37 -- Remove privileges

123456 0 2025-04-15 18:11:26 ag Remove privileges

test123 2 2025-04-11 13:34:57 aaa Remove privileges

ProjectCase_001 2 2025-03-26 09:13:57 -- Remove privileges

Totak: 6 10 / page
Operation
) Change the role
» Change the role of user.
Change the role X
It's only allowed to invite the users under the same data center
* Data Center: gl
* Account:
N/A
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Description

Default

multiple devices items.

Add data privileges X

Device Groups:

Template:

Multiple Devices:

[ ) o Delete

» Deletes the user. After clicking the button, it will check whether to

delete the user again.

Delete A

Delete from the organization?

Once deleted, the invitations, sent by the user but not

accepted, will be voided.

1.2.7.3 Role Management

Users can add, edit, and delete roles here, and assign platform operation privileges to roles as well as add

new security zones and bind security zones to roles.
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&> DIACIoud = System Management / Role Management @ Data Center-China E 0 @ English AR HM v &
82 Data Dashboard ;
Search + Add Security Zone + Add Role
& Device Management v
No. Role Name Security Zone Description Operation
© Billing Management v
1 Administrator Al Al privileges in the platform
B Message Center @ v
2 Production PRODT Monitor production line performance ¢ U
O System Management  a =
3 IE EQUIPMENT, PROD1 Manage the status of all equipment S T
Personal Settings 4 SysAdmin EQUIPMENT1 Manage the stability of factory loT system. rd o
User Management 5 Security PROD1, EQUIPMENT1, SECURITY1 Manage the security of IoT devices. P4 o
Role Management 3 M_Maker Responsible for designing P |

Security Zone

Total: 5 - 10/ page

©2025 Delta Electronics, Inc. All Rights Reserved

By default, only the system administrator, as the user of the main account, can create the roles

+ Add Role
needed in the team, then invite users and assign roles to the corresponding permissions.
Description Default
No.
Serial number. 1
Role Name

A system administrator role exists by default and belongs to the main
account. Administrator

Displays all role names under the main account.

Security Zone

Default is all.
All
Displays all established security zones.

Description
The default is to have all permissions for the platform. All privileges in
Displays the description created when you create a new role. the platform
Operation

o ¥ cqit N/A
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Description Default
» Change the user's role permissions and security zones.
Edit the role
Security Zone:  PROD1 x
* Privilege settings: Menu Bar Select All Operation Privilege
Messags Canter Data Dashboard ® Open
) o Delete
» Delete the role.
» When users delete a role, please remove the users under the role
first. If there are users under the role but you want to execute the
deletion, the following information notification will be displayed.
Tips
Failed to delete Production
Please remove all the users with this role before remove the
rale
+ Add Security Zone
Create the name of the security zone with the roles of the accessible N/A
components and a description of the associated description.
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Description Default

Add Security Zone X

* Name:
Role Name:

Description:

This function is used with DIAWebDesigner.
After creating security zones and roles on the platform, users can bind a
template with DIAWebDeisgner and distribute the security zones and roles

created on the platform to DIAWebDeisgner.

—  System Management / Secunty Zone
[ Search ‘
MNo. Security Zone Role Mame
1 PROD1 Security, IE, Production
2 EQUIPMENT1 IE, SysAdmin, Security
3 SECURITY1 Security

Then create a component in DIAWebDeisgner and set its security to restrict

access to the component by the roles.
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Description Default
Property Edition X
Property Animation Event
A Base +
Name Button1 Display
Enable ¢ Security Browser X
Security 0 Select All 38 Clear
A Appearance Name Description
Fort 1 |[JrroD1
2 | EQUIPMENT1
BorderRadius 3 |[] SEcURTY:
FillColor
A Text
Content
A Layout ~ |
Location 1

HorizontalAlignment C

A Transform

CenterPoint 0.5 0.5 RotateAngle 1]

SkewAngleX 0 SkewAngleY 0 -

Note: For details, please refer to Chapter 6 Security in the DIAWebDesigner

manual.

+ Add Role

Create a new role name, and set the privileges for the features their role

can access on the platform, as well as the corresponding security zones.

Add Role x

* Role Name:

Description:

DIACom:

N/A

* Privilege settings: Menu Bar Select All Operation Privilege
Data Dashboard
Device Management
Billing Management
Message Center

Data Dashboard Open

System Management

il
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1.2.7.4 Security Zone

g Users can add, edit, delete security zones and bind security zones to roles.

& DIACIoud = o Ol DataCenterChina 12 00 @ Englsh A HMI v 3B

{ Search J + Add Security Zone + Add Role

82 Data Dashboard

€ Device Management v

No. Security Zone Role Name Description Operation

© Biling Management v
1 PROD1 Security, IE, Production V2 |

B Message Center @ v
2 EQUIPMENT1 IE, SysAdmin, Security O
O System Management & _
3 SECURITY1 Security S U

Personal Settings

User Management

Role Management

Description Default

No.

Serial number. 1
Security Zone

Displays all established security zones. N/A
Role Name

Displays all role names under the main account. N/A
Description

Displays the description created when you create a new security zone. N/A
Operation

° 4 Edit N/A

» Change the name of security zones and role.
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Description Default
Edit security zone X
* Name: PROD1
Role Name: | IEx Security x Production x
Description:
e
o U pelete
» Delete the security zone.
» When users delete a security zone, please remove the users under
the security zone first. If there are users under the security zone but you
want to execute the deletion, the following information notification will
be displayed.
Tips
The following roles in the security zone are in use,
cannot be removed.
IE ~ Security ~ Production
+ Add Security Zone
Create the name of the security zone with the roles of the accessible N/A

components and a description of the associated description.
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Description

Default

Add Security Zone

* Name:

Role Name:

Description:

= System Management / Security
MNo. Security Zone
1 PROD1
2 EQUIPMENT1
3 SECURITY1

This function is used with DIAWebDesigner.

created on the platform to DIAWebDeisgner.

access to the component by the roles.

Ca nce'

After creating security zones and roles on the platform, users can bind a

template with DIAWebDeisgner and distribute the security zones and roles

[ Search ‘
Role Mame
Security, IE, Production

IE, SysAdmin, Security

Security

Then create a component in DIAWebDeisgner and set its security to restrict
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Description Default
Property Edition X
Property Animation Event
A Base +
Name Button1 Display
Enable ¢ Security Browser X
Security 0 Select All 38 Clear
A Appearance Name Description
Fort 1 |[JrroD1
2 | EQUIPMENT1
BorderRadius 3 |[] SEcURTY:
FillColor
A Text
Content
A Layout ~ |
Location 1

HorizontalAlignment C

A Transform

CenterPoint 0.5 0.5 RotateAngle 1]

SkewAngleX 0 SkewAngleY 0 -

Note: For details, please refer to Chapter 6 Security in the DIAWebDesigner

manual.

+ Add Role

Create a new role name, and set the privileges for the features their role

can access on the platform, as well as the corresponding security zones.

Add Role x

* Role Name:

Description:

DIACom:

N/A

* Privilege settings: Menu Bar Select All Operation Privilege
Data Dashboard
Device Management
Billing Management
Message Center

Data Dashboard Open

System Management

il
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21 eDIACIloud App Introduction

After the user logs in to the DIACloud account, eDIACloud not only can synchronize all device information of DIACloud,
including device information, HMI screen, tag and other data, but also can bind the device to DIACloud through
eDIACIoud.

User only needs to download and install the APP (https://hms.diacloudsolutions.com) on their mobile devices to

experience the flexible and convenient features and instant message reception, which can effectively improve remote
monitoring, shorten troubleshooting time, and reduce labor maintenance costs.

211 Installation Environment/Software Installation

The mobile device software can be downloaded and installed by searching for “DIACloud” in Android Google Play and
iPhone App Store.

Users can also scan the QRCODE and select your mobile device as iOS or Android and download the APP directly.

The Android and iPhone OS version supported by the APP are as demonstrated below:
° Supported OS version

Mobile OS version
Android Android 8.0 or above
iPhone iOS11 or above
) Download methods
Region Download platform
China Google Play or APP Store
EMEA / India Google Play or APP Store
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2.2 Login Page
2.21 Login

1. After downloading and installing the APP, click the APP iconC\A and open eDIACIoud.

2. Enter DIACloud username, password and click to agree to “Service Agreement” and “Privacy Policy” to log in.

14:33 2\ @

®

Hello,
Welcome to the DIACloud
Platform

2. Account

EleQA7@gmail.com

& Password
<S>

Remember Me Forgot Password

Don't have an account? Register now

I've read and accepted{Service Agreement)
and{Privacy Policy)

Description Default
Account
Enter DIACloud account N/A
Password
Enter DIACloud password N/A
Remember Password
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in to the APP.

Description Default
® Not checked: Account password will not be recorded.
° Checked: The account password will be recorded even if the user Not checked
logs out.
I've read and accepted.
Before logging in, you must check and agree to the I've read and
accepted Service Agreement and Privacy Policy before you can log Not checked

o

! | Notification

After logging out of your account, you will not be able to receive push natification.

222 Logout

After logging into the APP, click Mine > Logout on the menu below to complete the account logout.

14:33 0 LT a

. Personal Center

’ Language

™  About eDIACloud

v1.0.4.1

Logout

- o

Device Nearby

Message

Mine

Hello,

Welcome to the DIACloud

Platform

2. Account

EleQA7@gmail.com

& Password

&

Remember Me Forgot Password

Don't have an account? Register now

I've read and ac: (Service Agr

)

and{Privacy Policy)
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2.3 Function Operation
231 Homepage
Display the device list, multiple devices, search devices and new devices that is bound to DIACloud users.

13:35\ > &

< TestFlight y

Device List Multiple Devices |

Q

® Pri_07.35 QO
tunnel_test ©
hi .
Daisy07 33 L
T .
Pri_10_04 ©

— o (5] K

Device Nearby Message Mine

Click on the upper right icon —F to bind DIACloud to the device by scanning the device QRCode or Bluetooth device.
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13:35\ —
< TestFlight wiE e
Device List Multiple Devices -+
Q.
@ Prj_07.35 =Y
tunnel_test =Y
hj >
Daisy07_33 =Y
T ®
Pr_10_04 ®
(@ Nearby
= o o 3
Device Nearby Message Mine
Description Default
Scan
Scan the QRCode of the HMI to bind.
45 Back @ Home DOP-300 Series
{@} System Setting Cloud Service | ON |
Device Info Binding HMI Notification Data Plan Info
Binding HMI to DIACIoud A
QRCODE Display
Reset Dongle PIN Code N/A
Reset Dongle License Code
Unbind HMI
DIACloud ‘
Nearby
N/A

Search nearby devices via Bluetooth and bind them.
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2.3.2 Device List

Display the list of devices currently bound to DIACloud, including connection status, device information, screens and
dashboards.

13:35\ @

<« TestFlight y

Device List Multiple Devices |

Q

® Pri_07.35 QO

tunnel_test ©

hj ®

Daisy07_33 QO
T ®
Pri_10_04 ©
= o 50 F3
Device Nearby Message Mine
Description Default
Device Status
*': The device status is online.
: The device status is offline. N/A

- o .
. The device is abnormal, there is an alarm record status.

Device Name

Display the name of the device bound to DIACloud.

. Included in My Favorite list. N/A

: Not included in My Favorite list.
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Description

Default

‘: Added device label. If the device does not have a device label set, user can define

their own device label, which can be used when searching for devices.

) Device Information

13:35\ ™~

< TestFlight

< Pri_07.35

Device Info HMI Screen Alarm Dashbo

~

Serial Number
HMI SN 3S07S3E26W24090035
HMI Gateway SN

LKHO1-YW094-Vjbd1-cgxmj-yNAhL

HMI Gateway PIN Change PIN

Basic Information

Device Name* Pri_07.35 >
Device SN >
Device Model >
Device Groups* G7 >

Template associated Project_Device_07
Multiple Devices ProjectCase_001

Device Addr oSS — >

Dashboard Screen Update
Created 2024-08-2010:44:29

Edited 2024-10-17 13:44:00
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Description Default

Serial Number
® HMI SN: Display the device serial number. N/A
® HMI Gateway SN: Display the device gateway serial number.
HMI Gateway PIN
It is mainly used to modify the PIN code on the sticker on the back cover of the
HMI.
When the customer returns the device and the PIN code on the back cover
sticker has changed, user can modify the PIN code through this action.
Basic Information
Display the information that the device is bound to DIACloud. Click this item to
modify and save it directly.
® Device Name: The name of the device bound to DIACloud.
® Device SN: The device serial number that the device is bound to DIACloud.
® Device Model: The model of the device bound to DIACloud.
® Device Groups: The group name of the device bound to DIACloud. N/A
® Template associated: The template name of the device bound to DIACloud.
® Multiple Devices: The name of the multiple devices item that the device is

bound to in DIACloud.
® Device Address: Display the detailed address of the device.
® Remarks: Enter the content to be noted.
Remove Device
Delete the device. N/A
Dashboard Screen Update
® Created: Display the first binding time of the device. N/A
® Edited: Display the first modification time of the device.

° HMI Screen

Through the VNC function, the screen of the actual HMI can be displayed on the handheld device and can be operated
directly.

Click on the HMI screen, and the message “Traffic usage reminder”... will appear at first.
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(O Traffic usage reminder

Viewing the HMI screen remotely will
consume network traffics, continue?

© Max VNC session duration

When the max duration of a VNC
session is reached. The session
will be terminated.

Max duration
30 Minutes

Cance
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Select whether to turn off VNC automatically and set the time limit, press OK, the password window will appear, then enter
the VNC password and click “Confirm”.

13:46 \ >

< TestFlight '

< Prji_07_35

Device Info HMI Screen Alarm Dashbo

~

&) VNC session is active. Regarding ne

Password

Password:

After the connection is successful, the current screen of the device will be displayed on the screen.
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Note: Before using this function, please make sure that the VNC function is turned on on the HMI. For related settings,

13:47 N\

« TestFlight

< Prj_07_35

Device Info

~

HMI Screen Alarm Dashbo

ige, please use it appropriately according to your nee

4 Back fat Home

DOP-300 Series

@ System Setting

System Language :

Touch Cursor :

ScreenSaver Time (Min.) :
Boot Delay Times (Sec.) :
Default Language (Index) :
Boot Display :

Network Packet Transmission :
Default Gateway :

English

OFF

10

0

0

ON

Large

Auto (Wi-Fi) k Connected

¢ B3 B8 @8 o0 N,

MISC File Manager Display Date/Time | Touch Panel

please refer to DOP related manuals.

After successful connection, the current screen of HMI will be displayed. After leaving VNC, the following message will be

displayed to remind the end of VNC usage.
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VNC session stops.!

° Alarm

Displays the alarm records of the device. The alarm status can be confirmed and resumed in batch.
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13:37

< TestFlight

< Pri_07_35

Device Info

Q

All

O w—— o
Lower

i Slight

Alarm

<10

HMI Screen

Respond

D))
B

Dashbo

\%

Alarm

~

Recover

Alarm time: 2025-04-23 17:31:28

O - o»

% Slight

Alarm time: 2025-04-23 17:31:28

O ————

General

Alarm time: 2025-04-18 16:22:48

O -

% Slight

el

Alarm time: 2025-04-18 16:22:48

O -
&l iohter—Trn A

° Dashboard Screen

Display the HMI dashboard screen in the template bound to DIACloud.

re
24

X

(X}

00000.00

B S e
—reE A N c o

|

.

"

2

w

i

(1] > 100/page - coto 1 Count: 0

[OX St x|

Alarm Name

-
-

& EIREIRE_Fab_

e n o e o

Recovery

2025-04-18 15:28:24 BRI _K

B WASRE_Fab_

2025-04-18 15:23:24 AFE & Recovery

> 100/page - Goto 1 Count: 125
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Click -to view the number of TAGs used on the current configuration screen.

TAG information X
Usable TAGs of the Number of
device Template's TAG
110 84

To make sure TAGs of the template are usable
please guarantee the number of TAGs
allocated to the device is equal or bigger than
the number of the device's TAGs.

Click the icon __"_ in the left corner to configure the appropriate language and aspect ratio based on your usage habits
and mobile device screen size.
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13:41\

< TestFlight

c))
B

< Prj_07_35
-IMI Screen Alarm Dashboard Screen (D

Runtime Environment Setting

View Language

' ‘ )
NI0 <] €2

Actual Size Fit Width Fit Window

13:41N\

< TestFlight

c))
8

< Pri_07_35
AMI Screen  Alarm  Dashboard Screen ()

~

Runtime Environment Setting

View Language

English

English
Chinese (Traditional) Legacy

Chinese (Simplified, China)
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233 Multiple Devices

View the basic information of multiple devices item.

13:42\ = 5 13:42\ =
« TestFlight R 808 « TestFlight T E
Device List Multiple Devices < ProjectCase_001
Basic Device Dashboard Screen
Q ~
Basic Information
= tina Name ProjectCase_001
Customer Name --
= aa
Remarks
=% hhhh
Dashboard Screen Update
= 123456
Created 2025-04-2413:42:25
= test123 Edited 2025-04-2413:42:25

=% ProjectCase_001

— o (5]

Device Nearby Message Mine

® View devices with templates on the associated platform and mobile configuration screens uploaded in
DIAWebDesigner.

2-17




eDIACloud APP User Manual

13:42 N\

< TestFlight

D))
2|

< ProjectCase_001

Basic Device Dashboard Screen

-~

Q

All Online Offline

Prj_10_04
HMI Model: DOP-3S10S3E2

® Project1_07_35

HMI Model: DOP-3S07S3E2

234 Nearby

This interface scans nearby Wi-Fi devices via Bluetooth.

13:43 N\

< TestFlight

4))
8

<{ ProjectCase_001

Dashboard Screen

~

Basic Device

ra
v

() (i L3

e o

e 61 oy

Click "Nearby Devices" to jump to the "Nearby Devices" navigation search page.

[Nearby devices] Search Wi-Fi Dongle through Bluetooth, read HMI information through Wi-Fi Dongle, select
Dongle + HMI or License + HMI to bind to the account, the operation steps are as follows:

B Step 1. Power on the Dongle and configure the network such as Wi-Fi and turn on Bluetooth on the

phone.

B Step 2. Find the Dongle via Bluetooth, click "Details", and the page will prompt you to enter the

Dongle's PIN.

B Step 3. If the HMI is DOP300S, the page prompts the user to choose one of the two, bind the
account with License + HMI or bind the account with Dongle + HMI.

B Step 4. Select any method in Step 3 and jump to the device information filling page in Step 4. Click
"OK" and the HMI is successfully bound to the account. (through the method selected in Step 3)
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13:43 N\ = ;
< TestFlight ol T 6
Stop ?
Scanning...
— (7] 56 s
Device Nearby Message Mine

After scanning the device, click Detail and enter the pin to bind device.

13:43 N\

<« TestFlight *

Stop v

Scanning devices, please wait 3

MWBCNO1N24160041 Detail >

©b00b5117-64f0-1d4a-20f9-7b56C52f...

il =72

- (7] 56 a
Device Nearby Message Mine

2-19




eDIACloud APP User Manual

13:50 N\ all

Kindly reminder: If you had changed the
initial PIN, please input the new PIN

Initial PIN(Please select based on your
device type)

@ LICENSE+HMI:Please go to the
back of the HMI and look at the
bottom of the License sticker to find
the initial PIN

® DONGLE+HMI:Please go to the
front of the Dongle and locate the
label to find the initial PIN

Device PIN *

Next

A hEl:d DELTA ELECTRONICS,INC.
MODEL: DOP-3S07S3E2
INPUT: DC +24V Class2/630mA(max) T
CERTIFIED

Wy st
Eﬁé LA crvceonmvieos
3S07S3E26W24470002 ﬁ C E A @

—

No.18, Xinglong Rd., Taoyuan City 330477, Taiwan MADE IN CHINA

XM02-403200A
XM02403224310188

Eg’ [=]
[= a

PIN:

[or I e :

05O

U01 000269589

o | N
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2.3.5 Message
2.3.5.1 Alarm
Displays all alarms and supports batch confirmation and recovery.

13:54 N '

)
2]

Alarn?  Billing Notifications

Q v

All Alarm Respond Recover

(O Prj_07_35

@ Slight  Off

Alarm time: 2025-04-23 17:31:28

() Prj_07_35

£ Slight Lower

Alarm time: 2025-04-23 17:31:28

(O Prji_07.35

Alarm time: 2025-04-18 16:22:48

e

(O Prji_07.35

@ Slight  Off

- o 56

Device Nearby Message Mine

2.3.5.2 Billing

Add menu [Message-Billing] to show all unread messages.

Users can enter the billing message interface, view all unread messages by default, and switch to [All] to view
all billing messages of this account.

Users can filter messages by message type (multiple choices), device name, card number, and time.

Tap [Read All]: Mark all unread billing messages under this account as read.
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13:54 N\ ull

Alarn®  Biling  Notifications
Q \

All 47 New O & Mark all as read

= Expiration of TAGs

= 2025-01-19

For device: Daisy-07-35, 250 TAGs has expired on
2025-01-19. To ensure your normal use, please top up
on DIACloud web portal.

e Expiration of Cloud Application
2025-01-19

Cloud Application 500TAG Card TCA0050024352606
has expired on 2025-01-19. To ensure your normal
use, please top up on DIACloud web portal.

= Expiration of TAGs

= 2025-01-18

For device: Daisy-07-35, 250 TAGs will expire on
2025-01-19. There are 1 day left. To ensure your
normal use, please top up on DIACloud web portal.

e Expiration of Cloud Application
2025-01-18

Cloud Application 500TAG Card TCA0050024352606
will expire on 2025-01-19. There are 1 day left. To
ensure your normal use, please top up on DIACloud
web portal.

= Expiration of TAGs ~
= 2025-01-12
For device: Daisv-07-35. 250 TAGs will expire on
= o (5 £
Device Nearby Message Mine

2.3.5.2 Notifications

View all system announcements.
The system announcements include users invited to a team or remove from team.
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14:47 \ =

< TestFlight

Alarn®  Billing  Notification®

Start Time — End Time Y
All5 New 2 & Mark all as read
® Remove from team notification Q
2025-04-24
You have beem removed from organizaion HMI-
Test_Team.
® Remove from team notification ©
2025-04-18
You have beem removed from organizaion HMI-
Test_Team.
$
= o 59 e
Device Nearby Message Mine
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2.3.6 Mine

This page displays the software version, allows you to modify the account password and interface language, and log out
of the account.

' Personal Center
O Language
™ About eDIACloud v1.0.4.1

Logout

= ® g6 6

Device Nearby Message Mine
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Personal Center

This page allows user to modify account information and password.

13:550\ ol

Avatar n

Account gmail.com
Data Center China
User Name HMI
Mobile

Team Name HMI-Test_Team

Change Password

Delete the account

Description Default
Account
Display DIACloud login account. Login account
Username
Set username after login. N/A
Data Center
The data location this account is connected to. China
Mobile
The mobile phone number used when registering this account. Currently, it +86
is limited to the international area code +86.
Team Name
Display the team’s name of their logged-in account. N/A
Change Password
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Description Default
® Current password: Last login password.
® New password: Enter the new password. N/A
® Confirm password: Enter the new password again.
° Language
This page allows the user to set the language of the software interface.
’ Personal Center
ﬂ Language
™ About eDIACloud V1.0.4.1
Logout
16:13 N\ =X 50
<« TestFlight T&
X
X v
English
= a =6 (-]
Device Nearby Message Mine FRBPX
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